REPORT OF THE JOINT SELECT COMMITTEE ON ITS DELIBERATIONS ON THE BILL ENTITLED “THE NATIONAL IDENTIFICATION AND REGISTRATION ACT, 2020”

1. ESTABLISHMENT, COMPOSITION AND POWERS OF THE COMMITTEE

Members of the Honourable House are reminded that on December 15, 2020, the Honourable Edmund Bartlett, Minister of Tourism and Leader of the House, having obtained suspension of the Standing Orders, moved:

BE IT RESOLVED that, notwithstanding Standing Order 76(1), this Honourable House appoint a Select Committee comprising the following Members:

Hon. Delroy Chuck, QC, MP
Hon. Fayval Williams, MP
Mrs. Marlene Malahoo Forte, QC, MP
Hon. Marsha Smith, MP
Hon. Robert Nesta Morgan, MP

Mr. Dwight Sibblies, MP
Mr. Julian Robinson, MP
Mr. Hugh Graham, MP
Mr. Lothan Cousins, MP

to sit jointly with a similar Committee to be appointed by the Senate to consider and report on a Bill entitled, “AN ACT to Provide for a National Identification and Registration Authority, for a National Identification System, and for connected matters”.

Members of the Honourable Senate are also reminded that on December 18, 2020, the Honourable Kamina Johnson-Smith, Minister of Foreign Affairs and Foreign Trade, having obtained suspension of the Standing Orders, moved:

BE IT RESOLVED that this Honourable Senate appoint a Select Committee comprising the following Members:

Senator the Hon. Kamina Johnson-Smith
Senator the Hon. Aubyn Hill
Senator Ransford Braham, QC

Senator Charles Sinclair
Senator Peter Bunting
Senator Donna Scott-Mottley
to sit jointly with a similar Committee to be appointed by the House of Representatives to consider and report on a Bill entitled, “AN ACT to Provide for a National Identification and Registration Authority, for a National Identification System, and for connected matters”.

On January 19, 2021, the Honourable Delroy Chuck, QC, MP, Minister of Justice, having obtained suspension of the Standing Orders, moved:

WHEREAS on December 15, 2020, this Honourable House approved a Motion appointing a Select Committee comprising the following Members:

<table>
<thead>
<tr>
<th>Hon. Delroy Chuck, QC, MP</th>
<th>Mr. Dwight Sibblies, MP</th>
</tr>
</thead>
<tbody>
<tr>
<td>Hon. Fayval Williams, MP</td>
<td>Mr. Julian Robinson, MP</td>
</tr>
<tr>
<td>Mrs. Marlene Malahoo Forte, QC, MP</td>
<td>Mr. Hugh Graham, MP</td>
</tr>
<tr>
<td>Hon. Marsha Smith, MP</td>
<td>Mr. Lothan Cousins, MP</td>
</tr>
<tr>
<td>Hon. Robert Nesta Morgan, MP</td>
<td></td>
</tr>
</tbody>
</table>

To sit jointly with a similar Committee appointed by the Senate to consider and report on a Bill shortly entitled, “the National Identification and Registration Act, 2020”:

AND WHEREAS, the Committee has commenced its sittings and has found, during its deliberations, that it is necessary to engage the public in a manner which will enable as many members of the public to understand the Bill and to provide informed and direct feedback to the Committee to assist in its deliberations on the Bill:

AND WHEREAS the public health and safety restrictions consequent on the advent of COVID-19 severely restricts the Committee’s ability to engage the public physically:

AND WHEREAS the Committee is not currently empowered to engage the public in a virtual manner which restricts the Committee from effectively performing its mandate:

BE IT RESOLVED BY THIS HONOURABLE HOUSE that:

The Committee be allowed to hold virtual meetings, whether wholly virtual or partly virtual and partly physical, utilizing available information and communications technologies as more specifically outlined below:

Preserving the rights, powers and privileges including voting rights, normally accorded to a Member of a Committee, the Committee is empowered to:

1. convene and hold meetings in virtual spaces created using information and communications technologies which shall be considered committee meetings for the purposes of its mandate;
2. allow access and participation from remote locations as are enabled by means of information and virtual technologies, by Members and other persons authorized by the Committee;
3. include Members accessing and participating from remote locations as a part of its quorum;
4. receive, consider, deliberate on, and respond to, feedback and submissions in formats, modes and media, and via platforms, modes and media enabled by means of information and communications technologies, from any person;
5. consider any and all information generated, communicated and received via formats, platforms, modes or media as enabled by means of information and communications technologies, as forming a part of the record of these committee meetings.

Members are also reminded that Senate Standing Orders 74(b) and (c) allow for Members of the Senate to participate in meetings held in a virtual space created using information and communications technologies (ICT).

Members are further reminded that on February 9, 2021 and February 12, 2021, respectively, the Leaders of the House of Representatives and the Senate, moved:

**BE IT RESOLVED**, with reference to the Sessional Select, Joint Select and Select Committee which are appointed in the current Session of Parliament, and where these Committees have not completed their deliberations, that in the new Session of Parliament both Houses be empowered to enable these Committees to proceed with the issues referred to them from the stage reached before prorogation:

**BE IT FURTHER RESOLVED** that the composition of all these committees remain unchanged except, where necessary, by further motion taken and approved by the Houses of Representatives and the Senate, respectively:

**AND BE IT FURTHER RESOLVED**, with reference to the matters identified below, which are included in the Order of Business in this Session of Parliament but for which deliberations have not been completed, that in the new Session of Parliament, both Houses be empowered to proceed with them from the stage reached before prorogation:

1. Item 1 under Government Business, “The Protected Disclosure (Amendment of First Schedule) Order, 2021”; and
2. All matters referred to Committees.

Overall, your Committee held thirty-one (31) meetings to deliberate on the Bill shortly entitled, “The National Identification and Registration Act, 2020” which commenced during the 2019/2020 Parliamentary Session on December 18, 2020 (see Appendix I). We agreed at our first meeting that stakeholders and the wider public would be given an opportunity to make submissions on the Bill. In that regard, we wrote to a number of organisations and published public notices in the Jamaica Observer and the Gleaner on December 23, 2020, inviting written submissions from individuals and organisations (see Appendix IIa). Subsequently, we received submissions and oral presentations as indicated at Appendix IIb.
Technical teams were present from the Office of the Prime Minister/National Identification System Secretariat; Office of the Parliamentary Counsel; Attorney-General’s Chambers; and Legal Reform Department.

2. **OVERVIEW**

The Memorandum of Objects and Reasons of the Bill shortly entitled “The National Identification and Registration Act, 2020” seeks to give effect to the decision taken to provide a legal framework for a National Identification System that provides safe, reliable and robust verification and authentication of identity information for citizens of Jamaica and persons ordinarily resident in Jamaica, thereby allowing for the strengthening of identity security, cyber security, and the simplification of bureaucracy. This legislative framework will— (a) establish a National Identification and Registration Authority having responsibility for civil registration and national identification; (b) provide for the enrolment of citizens, and individuals who are ordinarily resident in Jamaica, in the National Databases comprised in the National Identification System; (c) establish databases to be known as the National Databases, consisting of – (i) Civil Registration Databases comprising all information collected for civil registration by the Registrar-General; and (ii) National Identification Databases comprising all identity information collected by the National Identification and Registration Authority; (d) provide for the characteristics, assignment and use of a unique National Identification Number to be assigned to each enrolled individual; (e) provide for the issue of a National Identification Card to each enrolled individual; and (f) provide for the discharge of the statutory functions of the Registrar General by an office established within the Authority, under the oversight of the Authority and to make consequential amendments to the Registration (Births and Deaths) Act, accordingly.

3. **FINDINGS AND RECOMMENDATIONS**

Your Committee after reviewing the Bill extensively now has the honour of presenting its findings and recommendations.

**Part 1 - Preliminary**

**Clause 1 - Short title and commencement**

Your Committee notes the proposal that clause 1 does not stipulate the date on which “The National Identification and Registration Act, 2020” would come into operation and in respect of different provisions of the Act, it would be desirable for the Act to be operationalized after the implementation of the Data Protection Act, 2020. *We agree and recommend that “The National Identification and Registration Act, 2020” be put into force only after the implementation of the Data Protection Act but note that the commencement date is an administrative decision. We also agree with the recommendation that an amendment be made to the Data Protection Act to exclude the Authority from the moratorium in section 76 of that Act.*
Clause 2 – Interpretation

Your Committee does not agree with the proposal to change the definition of the term “identity information”, as the existing definition captures the intent of the policy.

Your Committee notes but does not agree with the proposals made by a number of organizations for a definition of the term “accredited third party”.

Your Committee does not agree with the proposal for a definition of the term ‘facial image’.

Your Committee recommends that the term “personal data” be defined in accordance with the Data Protection Act due to the recommended amendment of the Objects Clause.

Clause 3 – Objects

Your Committee recommends and agrees to amend clause 3 to provide that the objects of the Act are to provide for a system of national identification, the administration of the civil registration system in conformity with the laws applicable to civil registration and the protection of identity information and other personal data.

Clause 4 – Application

Your Committee notes but does not agree with the request to clarify the definition of the term “citizen”, as it would be defined within the citizenship framework of Jamaica, that is, by birth, naturalization, descent and would include dual citizens. Your Committee does not accept the proposal that the term “citizen” needs to be defined.

Your Committee notes the proposal to replace the term “ordinarily resident” with the term “resident”; however, your Committee does not accept the proposal and agrees to retain the term “ordinarily resident”.

Your Committee notes that the Bill in its current form may serve to allow persons who have not been granted a legal stay in Jamaica to enrol in the System. Your Committee recommends that the Bill be amended to ensure that only persons who are legally resident in Jamaica be allowed to enrol in the System.

Your Committee notes the query as to “what would occur when a person is no longer ordinarily resident and whether this eventuality should be addressed in the legislation”. Your Committee does not agree that the matter needs to be addressed.

Your Committee recommends that clause 4(2) should be modified to clearly indicate that citizens who are entitled to immunities and privileges under the Diplomatic Immunities and Privileges Act are entitled to enrol.

Your Committee notes the queries regarding the necessity of clause 4(3) which states that persons entitled to immunities and privileges under the Diplomatic Immunities and Privileges Act and who are not eligible for enrolment, are entitled to be provided with their information stored in the National Identification Databases, as well as records of verification requests. Your Committee recommends that the clause remain as is, as every individual, whether enrolled or not, is entitled to receive such information.
Part II – The National Identification and Registration Authority

Clause 5 - The National Identification and Registration Authority

Clause 6 - Board of Management

In respect to clauses 5 and 6, your Committee notes the concerns regarding the governance structure as it relates to the duties, rights and responsibilities of the different administrative roles and the size of Board of Management. *Your Committee recommends that the governance structure be amended to provide for the Authority to be established as a body corporate administered by the members of the Authority. The Chief Executive Officer would be replaced by an Executive Director who would be responsible for the day-to-day operations of the Authority, as well as be directed by, report to and be evaluated by, the Authority.*

Clause 7 - Ministerial directions

Your Committee notes the proposal to remove clause 7 in order to ensure that the Minister is not imbued with too much power and to provide for a clear reporting framework between the Authority to the Minister or the Parliament. *Your Committee does not accept the proposal and recommends that the clause remain as is.*

Clause 8 - Co-operation between the Authority and public bodies.

Your Committee notes the observation that there is need for further clarity on the definition and scope of “cooperation” in clause 8(2). *Your Committee does not agree that amendment is necessary, as no identity information would be shared between the Authority and public bodies, and cooperation would be purely operational and administrative.*

*Your Committee does not accept the proposal to substitute the term “collaborate” for the term “cooperate”.*

Part III – The National Identification Databases and the Civil Registration Databases

Clause 9 - National databases.

Your Committee notes the proposals regarding the security of the National Databases and limitations on the nature of data to be shared by way of the unique identifier. *Your Committee does not agree with the proposals, and recommends that the clause should remain as is. Clauses 3, 5, 6, 23, 27 and 30 of the Bill sufficiently outline the information security features embedded in the framework, as well as the security requirements to be observed by the Authority in performing its functions. Additionally, the Authority will be required to observe the constitutionally protected right to privacy of individuals and the Data Protection Act.*

In relation to clause 9(4), *your Committee accepts the recommendation to specifically require that identity information should be anonymized by the Authority in appropriate circumstances. Your Committee notes that this is a higher level of security than that required under the Data Protection Act.*
Clause 9 - National databases cont’d.

Your Committee notes the recommendations to limit the alteration of a person’s sex as stated on their birth certificate; to restrict requests of data alteration to the data owner; and that this be indicated as such in the Bill. Your Committee does not accept these recommendations, as the sex identity information to be included will be as recorded on the birth certificate of the enrolled individual; and agrees that the clause 9(6) should remain as is.

Your Committee notes the observation regarding the interaction of clauses 9(6), 9(7) and 9(8) that these clauses were incongruous as on the one hand the information within the National Databases may be altered, and on the other, an offence is created where same is altered. Your Committee does not accept the observation that the clauses are incongruous as the actions taken at clause 9(7) would have resulted from the requests made for such actions pursuant to clause 9(6). Therefore, these actions would have been undertaken with lawful Authority and would not constitute an offence under clause 9(8).

Your Committee notes the query in relation to the offence regimes at clauses 9 and the proposal to indicate whether the reference to “Circuit Court” means trial by judge alone or by jury. Your Committee assessed the offences in clause 9 and recommends the following changes:

- clause 9(8) - the offence should also be at the Parish Court level with penalties of a fine up to $3M and a term of imprisonment up to 3 years or both. It was also specified that the offence was triable in the Circuit Court by a judge alone; and

- clause 9(10) - the offence should also attract imprisonment up to three years or both fine and imprisonment. At the Circuit Court level, the offence should be tried by a judge alone.

Your Committee notes the query in relation to the meaning of the term “lawful authority” and the creation of offences in clause 9. Your Committee does not agree with the observation that there is need for further clarity on the meaning of the term “lawful authority”, as clause 9(2) defines the context within which the offence is established.

In relation to clause 9(11), your Committee notes the proposal for the term “function” to be construed in accordance with the said term in the Cybercrimes Act. Your Committee accepts this proposal and recommends that the Bill be amended accordingly.

Your Committee notes the recommendations that the term "in writing" be defined as it was not clear whether it included electronic format. Your Committee does not accept the proposal, as section 7 of the Electronic Transactions Act indicates that "writing" includes electronic formats. We agree that the clause should remain as is.

Your Committee notes the query regarding the validity of existing civil documents after the institution of the new Civil Registration Database. We agree that no change is necessary, as the law that provides for those civil documents remains unchanged.
Clause 10 – Enrolment.

Your Committee notes the recommendation for the Authority to be required to inform applicants upon enrolment that there is no guarantee for the deletion of their identity information should they choose to cancel their enrolment. Your Committee accepts the recommendation and agrees that clause 10(2)(b)(ii) should be amended to expressly mandate the Authority to inform an individual upon enrolment that the individual’s identity information may be retained to assist in the prevention of identity theft and fraud as required by Jamaican law.

Your Committee notes the recommendation to amend clause 10(2) to allow for arrangements prescribed for enrolment to ensure that the National Identification System is accessible to persons with disabilities. Your Committee does not accept the recommendation, as clause 5(7) already requires that the Authority take the Disabilities Act into account in the performance of its functions.

Your Committee accepts the recommendation to amend clause 10(3)(b) by removing the words "insofar as is reasonably possible for that information to be verified".

In relation to clause 10(4):

- your Committee notes the recommendation that persons purporting to act on behalf of someone who is unable to act for himself due to mental disorder under the Mental Health Act, should possess a Court Order affirming the authority to act on that person’s behalf in order to protect such persons from being susceptible to fraud. We also note the recommendation to limit the scope of guardianship for those applicants under the age of eighteen years by inserting the word "legal" before the word "guardian". We do not accept the recommendations, as such requirement may result in many persons not being able to enrol.

- your Committee notes and agrees with the recommendation to amend clause 10(4) to make provision for the inclusion of individuals who may otherwise be unable to enrol due to their circumstances. These individuals include the elderly, persons who are physically infirm and persons with disabilities. Amendment to the Bill would not be necessary as the details of this framework would be outlined in the regulations.

Your Committee notes the observation that the word "inmate" does not include children in correctional institutions and recommends that clause 10(5) be amended accordingly to ensure that this group is included.

Your Committee does not accept the recommendation to insert words to ensure that persons who do not enrol in the National Identification System are still able to access goods and services while using the existing forms of identification where identification is required, as there are no provisions in the Bill that limit such access.

Your Committee recommends the removal of clause 10(7)(c) as the elements of the offence are already encapsulated in clauses 10(7)(b) and (e). Your Committee recommends that the application form should indicate in a statement of truth by the individual who is applying that that individual is not currently enrolled.

Your Committee agrees with the concern expressed that persons who do not knowingly provide incorrect information may be criminalised and recommends the removal of clause 10(8)(b).
Clause 11 - Identity information.

Clause 11(1)
Your Committee notes the concern that too much identity information is being requested which may be a breach of the data minimization principle. We do not accept the recommendation to reduce the identity information in the Bill. The data set outlined in the Bill strikes a balance between the right to privacy by requiring only minimal information which will still meet the requirements to support a unique identifier while affording easier access to the financial system. Your Committee agrees that the Bill be amended such that:

- clause 11(1)(a)(vi) would read “whether the individual is a male or female, as recorded on the individual’s birth certificate”; and
- clause 11(1)(a)(vii) would read “principal place of residence, where applicable, and any other places of residence”.

We accept the recommendation for the birth entry number to be included in the list of reference numbers at clause 11(1)(c).

In relation to clause 11(2), your Committee recommends that the Bill should outline a minimum data set that would be accepted as sufficient to effect the enrolment of an individual. The details of the data set are outlined below:

**Biographic Information**
Full name, including previous names
Date of birth
Country of birth
Place of birth
Principal Place of residence
Sex
Nationality, for those who are not citizens of Jamaica
Period of residence for those who are not citizens of Jamaica
Marital status
Name of spouse where applicable

**Biometric Information**
Facial image
Manual Signature for those over eighteen years of age
Finger prints, unless they may not be provided to the standard required, in which case, regulations would detail the procedure to be followed

**Numerical Reference**
Tax Registration Number
Passport Number
Birth Entry Number
Drivers Licence Number for persons who are licensed to drive
Electoral Identification Number for persons who are enrolled to vote.

Your Committee recommends the removal of the reference to the Finger Prints Act as the Authority will prescribe regulations to treat with the situation where fingerprints cannot be provided to the prescribed standard.
Clause 12 - Verification of identity information.

Clause 12(2)

Your Committee notes the proposal to utilize the Tax Registration Number (TRN) for the purposes of verification. *Your Committee does not accept the proposal, as the TRN is to be utilized as an existing Government-issued reference number.*

*Your Committee recommends that as evidence of citizenship, a certificate of citizenship issued by the Minister with responsibility for national security will be required for citizens of Jamaica who do not possess a birth certificate and also recommends that the Bill be amended accordingly.*

Your Committee notes that Jamaicans who are adopted are not issued with a birth certificate but an Adoption Certificate and agrees the Bill should be amended accordingly.

*Your Committee accepts the proposal to include the Jamaica Council for Persons with Disabilities ID/Disability Certificate in clause 12(2) as a verification document.*

Your Committee notes the recommendation that more detailed information regarding the verification process be included in the Bill as the verification process does not only refer to the requirement to submit documents but also to engage with other entities in order to assist in verification. *Your Committee does not accept the recommendation, as the Bill adequately addresses the issue of the Authority being empowered to prescribe necessary regulations in relation to fulfilling its functions and the provisions of clause 8.*

Clause 13 - Identity information of participants in Justice Protection Programme.

*Your Committee does not accept the recommendation for the legislation to provide more detail on the enrolment of persons who are in the Justice Protection Programme by inserting specific provisions to protect their identities, as the framework for the protection of these individuals falls under the Justice Protection Act which is referenced in the Bill.*

Clause 14 - Cancellation of enrolment.

Your Committee notes the concerns expressed regarding the lack of clarity as to the actions to be taken when enrolment is cancelled. *Your Committee recommends that to provide greater certainty, clause 14(2) should be amended to indicate that the Authority must be satisfied that the identity information is inaccurate prior to the cancellation of enrolment.*

Your Committee also notes queries on the retention of identity information upon cancellation of enrolment. *Your Committee recommends that clause 14(5) be amended to indicate that upon cancellation, identity information may be processed pursuant to clause 24 of the Bill and clause 24(1)(h) of the Data Protection Act.*

*Your Committee recommends that the fine at clause 14(7) be reduced to $500,000.00.*
Clause 15 - National Identification Number.

Your Committee notes the suggestion that clause 15(2)(a) be amended to indicate that the National Identification Number should not include an identifiable attribute of the person who holds said National Identification Number. Your Committee does not accept the proposal, as the word "attribute" is synonymous with the word "identifier".

Clause 16 - National Identification Card.

Your Committee notes the proposal to insert similar penalties from clauses 9(10)(a) and (b) to clauses 16(10) and (11). We agree to amend the penalties at:

- clause 16(10) to a fine of $3M at Parish Court level or 3 years’ imprisonment or both; and
- clause 16(11) to a fine of $3M at Parish Court level or 3 years’ imprisonment or both.

We note the clarification sought on the offence for failure to notify the Authority of loss, damaged mutilated or destroyed National Identification Card at clause 16(12); and the recommendations that this offence be removed or that the Authority should instead state that the National Identification Card is ineffective, cannot be used by the enrolled individual and must be replaced particularly as clause 22(c) requires an individual to surrender the National Identification Card if it is mutilated or otherwise unusable. We also note the recommendation that an offence should only be created where there has been misuse of the National Identification Card. Your Committee does not accept the recommendations that the offence be amended, as the inclusion is necessary to act as a deterrent. However, we recommend that the fine be reduced to a sum not exceeding $500,000.00.

Clause 17 - Use of National Identification Card.

Your Committee notes the recommendation that an offence be created where the National Identification Card is not utilized in the manner specified in clause 17(1). Your Committee does not accept the recommendation.

Your Committee recommends that clause 17 (1) be amended to read:

“(1) An enrolled individual who is issued a National Identification Card may use the Card as a means of proving that individual’s identity, and where such an individual furnishes the Card to a person who requires proof of the individual’s identity—
(a) the Card shall be accepted as sufficient proof of the individual’s identity; and
(b) the person shall not require the individual to produce any additional proof of identity”.

In relation of clause 17(1)(b):

- Your Committee notes the uncertainty that was expressed as to whether individuals can choose to enrol in the National Identification System by using either the National Identification Number or the National Identification Card, or whether they need to enrol for both, but we agree that the Bill adequately indicates that upon enrolment the individual is assigned a National Identification Number and issued a National Identification Card; and
- Your Committee notes the query on whether the true effect of the clause is the voluntary use of the National Identification Card by an enrolled individual in the absence of a mandate that current forms of identification will remain valid and accepted for use by accredited third parties. Your Committee recommends that the clause remain as is.
Clause 17 - Use of National Identification Card cont’d.

In relation to clause 17(2)(b), your Committee agrees to amend the penalty to include a term of imprisonment not exceeding three (3) years or both fine and imprisonment.

Clause 18 - Period of validity of National Identification Card.

In relation to clause 18(1)(c), your Committee accepts the recommendation that National Identification Cards for all adults be valid for a period of ten (10) years.

Your Committee notes the query as to the treatment of National Identification Cards returned or surrendered to the Authority but agrees this is an operational consideration which does not need to be addressed by the Bill.

Clause 19 - Content of National Identification Card.

Your Committee deliberated on the modification of this clause to include reference to the digital content of a National Identification Card, that is, security features such as the representation of the enrolled individuals’ fingerprints and digital certificates. We agree to insert the reference to the inclusion of digital content including the minutiae of the fingerprints of the enrolled individuals.

Your Committee does not accept the proposal to amend clause 19 to remove the ability of the Authority to modify contents of the National Identification Card through regulations as any such change is subject to the approval of the Houses of Parliament.

In relation to clause 19(2), your Committee notes the requests for clarity on the rationale for the inclusion of the caveat “in the absence of evidence to the contrary” in the provision. Your Committee recommends that the phrase be removed as it is not necessary.

Your Committee notes that there is no reference to the inclusion of the category ‘sex’ on the face of the National Identification Card and recommends that the Bill be amended, accordingly.

Your Committee notes the proposal that there is no provison at clause 19(3) for possession as an offence, where an individual is found with National Identification System data in either physical or electronic form, without a lawful excuse. There is also no mention of the computer as a repository or being incidental to the commission of a crime. Your Committee does not accept the recommendations.

In relation to clause 19(4), your Committee agrees to amend the penalty to impose both fine and imprisonment.
Clause 20 - Cancellation of National Identification Card.

Your Committee accepts the recommendation for notice of intention to cancel a National Identification Card within a time to allow the enrolled individual time to make an appeal against the decision. Your Committee agrees that the Authority should suspend the Card and notify the enrolled individual of the intention to cancel. The enrolled individual may appeal within the specified time, failing which cancellation would take effect.

In relation to clause 20(1), your Committee does not accept the recommendation to expand the list of cancellations to include cancellation of enrolment.

In relation to clause 20(1)(d), your Committee accepts the recommendation for the inclusion of an enrolled individual whose leave to remain in Jamaica has been revoked under the Aliens Act.

Your Committee notes the recommendation that the Authority should be mandated to issue a notice of cancellation within 30 days of cancellation. Your Committee does not accept the recommendation but agrees it should be provided for in the regulations.

Your Committee recommends that the penalty at clause 20(4) should be reduced to $500,000.00 at the Parish Court level.

Clause 21 - Re-issue of cancelled National Identification Card.

Your Committee accepts the proposal that clause 21 should be re-drafted to clearly indicate that the Authority may re-issue a National Identification Card where the reason for the cancellation has been rectified or no longer exists.

Clause 22 - Obligation to surrender National Identification Card.

Your Committee notes the observation that there is no timeline within which an individual must surrender the National Identification Card but does not recommend an amendment to the clause, as the Interpretation Act indicates that, in the absence of a stated time, an act should be carried out as soon as possible in the particular circumstances.

Part IV – Use and Security of Information Stored in the National Databases

Clause 23 - Security of information.

Your Committee notes the recommendation to include specific information regarding the features of the security system; and that the Bill should outline an adherence to, or mention, certain international standards that deal with security controls such as the ISO/IEC 27000 series. Your Committee does not accept the recommendations, as it would not be appropriate to insert these details due to the frequently changing nature of technology and including such information increased the risk of a security breach and degradation of the security framework by persons interested in doing so.

Your Committee notes and accepts the recommendation to have the term “virus” subsumed in the malware grouping at clause 23(b)(i).
Clause 24 - Disclosure of identity information.

Your Committee notes the proposal that clause 24 should provide greater detail of the disclosure regime: how it is to be managed and the duty of care which the receiving party must observe. Your Committee also notes the proposal that the term "national security" be defined in the Bill. Your Committee does not accept that it is necessary to define the term "national security" but notes that it is necessary to provide for the giving of directions on the treatment of identity information by the Commissioner of Police and relevant officers. Your Committee recommends the insertion of additional guidance to the judiciary in a manner similar to clause 11(2) of the Interception of Communications Act in order to strengthen the protection afforded to an enrolled individual. Your Committee notes that such disclosure is subject to the Data Protection Act, as well as the secrecy and confidentiality provisions under the Bill.

Your Committee does not accept the suggestion that particular law enforcement agencies apart from the Commissioner of Police should be able to request disclosure, as the policy intent is to allow disclosure in the most minimal manner and instances. We agree that the clause should remain as is, to maintain a balance between the privacy of the individual and the object of the Bill that speaks to, among other things, protecting identity information. We note that other agencies would be able to obtain this information through the Commissioner of Police who is responsible for issues of national security.

Your Committee notes the concerns regarding the incorporation of disclosure provisions from other laws referenced in clause 24(1)(c). After extensive consideration of this clause due to the concerns expressed about its “open-ended” nature, your Committee agrees the clause should remain as is.

In relation to clause 24(5), we note the concern about an application for disclosure made ex parte and the question of whether the person affected should be informed to make representation pursuant to the Data Protection Act. Your Committee agrees to insert a provision that serves to notify the individual after the order has been granted, subject to any conditions imposed by the judge.

In relation to a query on how an enrolled individual would be assured of the removal or destruction of the information from a relevant entity or investigation in cases of no conviction, your Committee agrees to insert a provision in clause 24(5) to notify the enrolled individual, before the expiration of the three-month period of the impending destruction that identity information has been disclosed and will be destroyed.

In relation to clause 24(5)(c), your Committee deliberated on the rationale for “eight years”. However, your Committee agrees the period in the clause should be amended to read three (3) years.

Your Committee agrees to delete the words “without notice” after the word “shall” in the third line of clause 24(9) in order to notify the enrolled individual of the application to extend the time for retention of their identity information.

In relation to clause 24(11), your Committee recommends that the three-month review period in the clause should be retained.
Clause 25 - Requests for information or for authentication and verification services.

Your Committee notes the recommendation for the publication of a registry of accredited third parties but recommends that it be placed in the regulations, if necessary.

Your Committee agrees to amend clause 25(5) to restrict reference to identity information to fingerprints.

Your Committee agrees to amend clause 25(6)(b) to read “a record of all the requests under this section for verification of identity information”.

Your Committee recommends the insertion of a provision to allow the collection of anonymized statistical data.

Part V – Appeal and Oversight

Clause 26 - Appeal Tribunal.

In relation to clause 26(2):

- your Committee agrees that it is necessary to allow applicants, enrolled individuals and previously enrolled individuals to appeal any decisions of the Authority.
- your Committee does not agree it is necessary for provision to be made for appeals to be brought on behalf of enrolled individuals who cannot act on their own behalf as this is otherwise provided for in law.
- your Committee does not agree with the recommendation to increase the time to file a notice of appeal to 90 days.

In respect of clause 26(6), your Committee does not agree that there should be a fixed time frame for the Appeal Tribunal to provide a written copy of its decision(s).

Your Committee notes but does not agrees with the recommendation that an alternative resolution procedure should be utilized instead of an Appeal Tribunal.

Clause 27 - National Databases Inspectorate.

Your Committee reviewed the oversight structure and recommends the following:

- the oversight body should be known as the National Identification and Registration Inspectorate;
- the Inspectorate should be a Commission of Parliament;
- the Electoral Commission of Jamaica should carry out the functions of the Inspectorate;
- the provisions for functions which are also to be carried out by the Information Commissioner under the Data Protection Act should be removed; and
- additional details should be provided about the complaints procedure.
Part VI – Offences and Enforcement

Clause 28 - Special provisions in respect of offences.

*Your Committee recommends that the fine at clause 28(1) be reduced to $500,000.00.*

Clause 29 - Powers of search and seizure.

Your Committee notes the recommendation that the word “premises” be defined more widely to include any place or conveyance so that a wide range of locations/areas can be searched to include place, receptacle, or conveyance. This accords with the proposed amendment in the *Criminal Justice (Suppression of Criminal Organizations) (Amendment) Bill, 2021* where the word "premises" would be replaced by the word "property" as defined by the *Proceeds of Crime Act*. We recommend that clause 29(1) should be amended to provide that items found at the premises may be searched.

Clauses 29(2)(c)

Your Committee notes the concern in relation to the provision for legal professional privilege and recommends that the form of warrant be prescribed in regulations and that it set out directions as to the treatment of items subject to legal professional privilege.

Clause 29(2)(d)

*Your Committee notes but does not accept the proposal to remove the words “describe in general terms the kinds of items authorized to be seized” as those words do not limit the scope of the search.*

Clause 29(3)(a)

*Your Committee notes the concern that the Bill does not prohibit the copying of items subject to legal professional privilege and recommends that the sub-clause be amended to address this concern.*

Clause 29(3)(b)

*Your Committee accepts the recommendation that this clause should be amended to state that no item should be seized which may compromise or disrupt any aspect of Jamaica’s information or communications technology infrastructure.*

Clause 29(5)

*Your Committee notes but does not accept the recommendation to remove the requirement to obtain the approval of a judge in order to release an item seized, as the nature and circumstances of the seizure may require judicial determination.*

Part VII - General

Clause 30 - Secrecy and confidentiality.

Clause 30(1)

*Your Committee notes but does not accept the recommendation that it is necessary to include “any other law” in the closing words of this clause.*
Clause 30 - Secrecy and confidentiality cont’d.

Clause 30(2)
Your Committee assessed the offence at clause 30 and recommends that the offence be triable:
- at the Parish Court level with penalties of a fine up to $3M and a term of imprisonment not exceeding three (3) years or both; and
- at the Circuit Court level with penalties of a fine and a term of imprisonment not exceeding ten (10) years or both.

Clause 31 - Protection from liability.

Your Committee notes the concern that the term “officer” is not defined, but does not agree that the term needs to be defined. Your Committee also notes that the proposed amendments resulting from the recommended organisational structure utilises the term “employee”.

Clause 32 - Imposition of fees.

Your Committee agrees with the recommendation to include a reference to clause 16(6).

Your Committee does not accept the proposal that there should be a minimum list of services provided free of cost, as such matters will be addressed in the regulations.

Clause 33 - Regulations.

Your Committee notes the concerns that there is no framework set out in the legislation regarding the destruction of identity information and recommends that this clause be amended to specifically allow for the prescription of such frameworks.

Your Committee notes the proposal for a requirement for the regulations made to be preceded by parliamentary debate. Your Committee does not accept the proposal and makes reference to clause 33(3) that states that the regulations are subject to parliamentary scrutiny by way of affirmative resolution.

Your Committee recommends an enabling provision for the form of warrants to be issued under clause 29(1). The warrant should include the minimum content of any directions to be issued pursuant to clause 29(1)(c).


Your Committee notes the recommendation for a periodic review of the fines and penalties, but does not accept this recommendation as the legislation must be periodically reviewed in its entirety.
Clause 36 - Transitional.

Your Committee notes the concern regarding the status of staff under the transitional provision but notes that this is an administrative issue and that the law can only ensure the provision of an appropriate enabling framework.

In our deliberations, we also note that the officers employed to the Registrar General’s Department, an Executive Agency under the Executive Agencies Act, are not captured in the definition of the ‘former department’ in clause 36(11) and recommend that the clause be amended accordingly.

Clauses 34, 37 and 38.
Your Committee notes there are no proposals for the clauses 34, 37, 38, and agrees these clauses should remain as is.

SCHEDULES.

First Schedule

Your Committee agrees that subsequent to recommendations for a new governance structure for the Authority and recommends that the First Schedule be amended as follows:

Composition of the Authority
- Fixed number of nine members, by the Governor-General acting on the advice of the Prime Minister after consultation with the Leader of the Opposition:
  - Chairman of the Authority appointed from among the nine members
  - nominees from the Ministry to which the Authority is assigned and the ministry with responsibility to national security
  - nominees (at least two) from the Jamaica Umbrella Group of Churches submitted to the Prime Minister by that organisation by that organisation
  - nominees (at least three) from the Private Sector Organisation of Jamaica submitted to the Prime Minister by that organisation
  - a Custos of Jamaica nominated by the Governor-General.
  - nominees with expertise in the following areas will be appointed by the Governor-General acting on the advice of the Prime Minister after consultation with the Leader of the Opposition:
    - information and communication technology and cybersecurity with at least seven (7) years’ experience
    - financial management and accounting with at least seven (7) years’ experience
    - human resources management and public administration with at least seven (7) years’ experience
    - an attorney-at-law of at least 15 years’ standing, being a member of the Bar of Jamaica.
First Schedule cont’d.

Tenure
The members of the Commission will be appointed for a period of five (5) years, but the first appointments may be for a period less than five (5) years.

Standing Committees of the Authority
The Standing Committees should be required to be convened to advise the Authority on the following subject areas:
- Human Rights and Law,
- Enterprise Risk Management,
- Information Systems and Cybersecurity,
- Information Communications Technology,
- Human Resource Management,
- Financial Management and Accounting, and
- Audit.

Executive Director
The Executive Director will have responsibilities for the day-to-day operations of the Authority. The Executive Director should be engaged for renewable periods of three years upon successful annual evaluations.

Second Schedule

Appeal Tribunal
Your Committee notes the concern that each Appeal Tribunal panel is given broad discretion to regulate its proceedings which may create uncertainty. Your Committee agrees that the Bill should be amended so that the Tribunal determines the procedure for both panels.

Your Committee agrees with the recommendation that there should be clear provision for all instances of leave of absence and the appointments to be made during that period of leave.

Third Schedule

The National Identification and Registration Inspectorate
Your Committee accepts the recommendation for the role of the Inspectorate to be carried out by the Electoral Commission of Jamaica appointed under the Electoral Commission (Interim) Act and agrees that the Third Schedule be amended accordingly. The amendments are to provide that the Inspectorate reports to the Parliament by way of Speaker of the House of Representatives and the President of the Senate.
Fourth Schedule
Amendments to Other Enactments

Your Committee notes the proposals for amendment to the Fourth Schedule, as follows:

The Aliens Act
Your Committee recommends amendment to section 13 of the Aliens Act to replace the word ‘citizen’ with the appropriate term for individuals who are not citizens; and to require that the Chief Immigration Officer give information to the Authority on the immigration status of non-citizens.

The Data Protection Act
Your Committee recommends amendment to section 76 of the Data Protection Act such that the Authority be excluded from the two-year moratorium under that Act.

The Electoral Commission (Interim) Act
Your Committee recommends the amendment to sections 5 and 6 of the Electoral Commission (Interim) Act to provide for oversight to the entity responsible for national identification.

The Immigration Restriction (Commonwealth Citizens) Act
Your Committee recommends amendment to the Immigration Restriction (Commonwealth Citizens) Act for the Minister with responsibility for national security to be required to inform the Authority where the leave granted to a Commonwealth citizen to remain has been revoked.

The Jamaican Nationality Act
Your Committee recommends amendment to the Jamaican Nationality Act to include the requirement for the Minister with responsibility for national security to inform the Authority on the registration of a declaration of renunciation of citizenship of Jamaica.

The Registration (Births and Death) Act
Your Committee notes the concerns regarding the power of the Registrar to determine the form of certificates but does not recommend amendment to the Registration (Births and Death) Act.

OTHER RECOMMENDATIONS

The Committee recommends consideration of greater integration with other public bodies such as the Passport Immigration and Citizen Agency (PICA).

In light of the number of amendments that are being proposed to the Bill, we recommend that the Bill be withdrawn, and a new Bill be tabled reflecting the amendments as outlined in the list of amendments, which is appended to the Report (See Appendix III).
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<table>
<thead>
<tr>
<th>Members</th>
<th>Present</th>
<th>Absent</th>
<th>Apology</th>
</tr>
</thead>
<tbody>
<tr>
<td>Hon. Delroy Chuck, QC, MP, <strong>Chair</strong></td>
<td>31</td>
<td>0</td>
<td>0</td>
</tr>
<tr>
<td>Hon. Fayval Williams, MP</td>
<td>24</td>
<td>6</td>
<td>1</td>
</tr>
<tr>
<td>Mrs. Marlene Malahoo Forte, QC, MP</td>
<td>23</td>
<td>7</td>
<td>1</td>
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<td>Hon. Marsha Smith, MP</td>
<td>29</td>
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<td>0</td>
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<td>Hon. Robert Nesta Morgan, MP</td>
<td>19</td>
<td>12</td>
<td>0</td>
</tr>
<tr>
<td>Mr. Dwight Sibblies, MP</td>
<td>25</td>
<td>6</td>
<td>0</td>
</tr>
<tr>
<td>Mr. Julian Robinson, MP</td>
<td>19</td>
<td>8</td>
<td>4</td>
</tr>
<tr>
<td>Mr. Hugh Graham, MP</td>
<td>8</td>
<td>23</td>
<td>0</td>
</tr>
<tr>
<td>Mr. Lothan Cousins, MP</td>
<td>2</td>
<td>29</td>
<td>0</td>
</tr>
<tr>
<td>Sen. the Hon. Kamina Johnson-Smith</td>
<td>20</td>
<td>6</td>
<td>5</td>
</tr>
<tr>
<td>Sen. the Hon. Aubyn Hill</td>
<td>20</td>
<td>7</td>
<td>4</td>
</tr>
<tr>
<td>Sen. Ransford Braham, QC</td>
<td>5</td>
<td>26</td>
<td>0</td>
</tr>
<tr>
<td>Sen. Charles Sinclair</td>
<td>21</td>
<td>8</td>
<td>2</td>
</tr>
<tr>
<td>Sen. Donna Scott-Mottley</td>
<td>20</td>
<td>8</td>
<td>3</td>
</tr>
<tr>
<td>Sen. Peter Bunting</td>
<td>19</td>
<td>12</td>
<td>0</td>
</tr>
</tbody>
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ORGANIZATIONS/PERSONS INVITED TO MAKE SUBMISSIONS

1. Accountant General’s Department
2. American Society for Industrial Security
3. Association of Women’s Organization in Jamaica
4. Bureau of Gender Affairs (Ministry of Gender, Culture Entertainment and Sport)
5. Caribbean Community for Retired Persons
6. Caribbean Institute of Mental Health
7. Caribbean Policy Research Institute
8. Carol Narcisse and Association
9. Children Protection and Family Services Agency
10. Consumer Affairs Commission
11. eGOV Jamaica
12. Electoral Office of Jamaica
13. Financial Investigation Division
14. Financial Services Commission
15. Independent Jamaica Council for Human Rights
16. Institute of Chartered Accountants
17. Integrity Commission of Jamaica
18. Jamaica Agricultural Society
19. Jamaica Association of Resettlement
20. Jamaica Bankers Association
21. Jamaica Bar Association
22. Jamaica Business Development Corporations
23. Jamaica Chambers of Commerce
24. Jamaica Civil Aviation Authority
25. Jamaica Civil Service Association
26. Jamaica Coalition for a Healthy Society
27. Jamaica Computer Society
28. Jamaica Confederation of Trade Unions
29. Jamaica Constabulary Force
30. Jamaica Co-Operative Credit Union League Limited
31. Jamaica Council for Interfaith Fellowship
32. Jamaica Council for Persons with Disabilities
33. Jamaica Council for Senior Citizens
34. Jamaica Forum for Lesbians All- Sexual and Gays (J-FLAG)
35. Jamaica Government Pensioner’s Association
36. Jamaica Mental Health Advocacy Group
37. Jamaica Promotion Corporations
38. Jamaica Umbrella Group of Churches
39. Jamaica Vulnerable Communities Association
APPENDIX II(a)

ORGANIZATIONS/PERSONS INVITED TO MAKE SUBMISSIONS

40. Jamaicans for Justice
41. Major Organized Crime and Anti-Corruption Agency
42. Medical Association of Jamaica
43. Ministry of Economic Growth and Job Creation
44. Ministry of Education, Youth and Information
45. Ministry of Finance and the Public Service
46. Ministry of Foreign Affairs and Foreign Trade
47. Ministry of Gender, Culture Entertainment and Sport
48. Ministry of Health and Wellness
49. Ministry of Housing Urban Renewal, Environment and Climate Change
50. Ministry of Industry, Investment and Commerce
51. Ministry of Justice
52. Ministry of Labour and Social Security
53. Ministry of Science Energy and Technology
54. Ministry of Tourism
55. Ministry of Transport and Mining
57. National Insurance Scheme
58. National Integrity Action Limited
59. National Land Agency
60. Norman Manley Law School
61. Office of the Cabinet
62. Office of the Children’s Advocate
63. Office of the Public Defender
64. Passport Immigration and Citizen Agency
65. Planning Institute of Jamaica
66. Post and Telecommunications Department
67. Private Sector Organization of Jamaica
68. Programme of Advancement through Health and Education (Ministry of Labour and Social Security)
69. Registrar General’s Department
70. Symptai Consulting Services LTD
71. T TECH Limited
72. The Lawyers’ Christian Fellowship
73. University of Technology, Jamaica
74. University of the West Indies, Mona
75. Youth and Adolescence Policy Division (The Ministry of Education, Youth and Information)
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1. 876 Solutions (Trevor Forrest)
2. ASIS (Basil Brewry)
3. Bank of Jamaica
4. Caribbean Community of Retired Persons
5. Consumer Affairs Commission
6. Flow Jamaica
7. Independent Jamaican Council for Human Rights
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9. Jamaica Bankers Association
10. Jamaica Bar Association
11. Jamaica Civil Aviation Authority
12. Jamaica Civil Service Association
13. Jamaica Coalition for a Healthy Society
14. Jamaica Constable Force
15. Jamaica Council for Persons with Disabilities
17. Jamaica Post
18. Jamaica Progressive Party
19. Jamaica Promotions Corporation
20. Jamaicans for Justice Coalition
21. JETS Limited (Edmundo Jenez)
22. Lawyers Christian Fellowship
23. Love March Movements
24. Major Organized Crime and Anti-Corruption Agency
25. Ministry of Agriculture and Fisheries
26. Ministry of Education, Youth and Information
27. Ministry of Finance and the Public Service
28. Ministry of Labour and Social Security
29. Ministry of National Security
30. Ministry of Transport and Mining
31. Norman Manley Law School
32. Office of the Cabinet
33. Office of the Children’s Advocate
34. Office of the Public Defender
35. Planning Institute of Jamaica
36. Private Sector Organisation of Jamaica
37. Tax Administration Jamaica
38. Faculty of Law, University of the West Indies Mona (Mona Law)
39. West Indian Tribal Society
40. Youth Advisory Council Jamaica
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</tr>
<tr>
<td>5</td>
<td>Aston Rose</td>
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</tr>
<tr>
<td>8</td>
<td>C Dowarka</td>
</tr>
<tr>
<td>9</td>
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</tr>
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<td>10</td>
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</tr>
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</tr>
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<td>12</td>
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</tr>
<tr>
<td>13</td>
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</tr>
<tr>
<td>14</td>
<td>Craig Brown</td>
</tr>
<tr>
<td>15</td>
<td>Dennis Jones</td>
</tr>
<tr>
<td>16</td>
<td>Dermot Rickets</td>
</tr>
<tr>
<td>17</td>
<td>Garnett Brown</td>
</tr>
<tr>
<td>18</td>
<td>Georgia Campbell</td>
</tr>
<tr>
<td>19</td>
<td>Grace Pinnock</td>
</tr>
<tr>
<td>20</td>
<td>Helen-Ann Elizabeth Wilkinson</td>
</tr>
<tr>
<td>21</td>
<td>Horace Swaby</td>
</tr>
<tr>
<td>22</td>
<td>John Campbell</td>
</tr>
<tr>
<td>23</td>
<td>Kevin Campbell</td>
</tr>
<tr>
<td>24</td>
<td>Khalil Mitchell</td>
</tr>
<tr>
<td>25</td>
<td>L. Harrison</td>
</tr>
<tr>
<td>26</td>
<td>Maree McIsaac</td>
</tr>
<tr>
<td>27</td>
<td>Marie Bryan</td>
</tr>
<tr>
<td>28</td>
<td>Marlon Osbourne</td>
</tr>
<tr>
<td>29</td>
<td>Maurice Saunders</td>
</tr>
<tr>
<td>30</td>
<td>Mauva Wilson</td>
</tr>
<tr>
<td>31</td>
<td>Mikey Mikes</td>
</tr>
<tr>
<td>32</td>
<td>Monica Dystant</td>
</tr>
<tr>
<td>33</td>
<td>Neba Johnson</td>
</tr>
<tr>
<td>34</td>
<td>Norman Biggs</td>
</tr>
<tr>
<td>35</td>
<td>Patricia Lazarus</td>
</tr>
<tr>
<td>36</td>
<td>Percy Henry</td>
</tr>
<tr>
<td>37</td>
<td>Peter Wright</td>
</tr>
<tr>
<td>38</td>
<td>R. Davis</td>
</tr>
<tr>
<td>39</td>
<td>R. N. Clarke</td>
</tr>
<tr>
<td>40</td>
<td>Ras Tafari</td>
</tr>
<tr>
<td>41</td>
<td>Renee White</td>
</tr>
<tr>
<td>42</td>
<td>Robert Vaughn</td>
</tr>
<tr>
<td>43</td>
<td>Roy Bovell</td>
</tr>
<tr>
<td>44</td>
<td>Roy Harrison</td>
</tr>
<tr>
<td>45</td>
<td>Samantha Newby</td>
</tr>
<tr>
<td>46</td>
<td>Sandra Neil</td>
</tr>
<tr>
<td>47</td>
<td>Sandrae Cunningham</td>
</tr>
<tr>
<td>48</td>
<td>Sarah Buckland</td>
</tr>
<tr>
<td>49</td>
<td>Sharon Jarman</td>
</tr>
<tr>
<td>50</td>
<td>Sharon Williams</td>
</tr>
<tr>
<td>51</td>
<td>Steve Robinson</td>
</tr>
<tr>
<td>52</td>
<td>Suzan Gordon</td>
</tr>
<tr>
<td>53</td>
<td>Taria Williams</td>
</tr>
<tr>
<td>54</td>
<td>Trevor Samuels</td>
</tr>
<tr>
<td>55</td>
<td>Tricia Daley</td>
</tr>
<tr>
<td>56</td>
<td>Velma Ankle</td>
</tr>
<tr>
<td>57</td>
<td>Violet Davy–Boyd</td>
</tr>
<tr>
<td>58</td>
<td>Vivinne Gilroy</td>
</tr>
<tr>
<td>59</td>
<td>Wayne Butler</td>
</tr>
<tr>
<td>60</td>
<td>Wayne Butler</td>
</tr>
<tr>
<td>61</td>
<td>Wesley Thomas</td>
</tr>
<tr>
<td>62</td>
<td>Zuleikha Budhan</td>
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</tbody>
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AMENDMENTS RECOMMENDED BY THE JOINT SELECT COMMITTEE TO THE “THE NATIONAL IDENTIFICATION AND REGISTRATION ACT, 2020”

A BILL
ENTITLED

AN ACT to Provide for a National Identification and Registration Authority, for a National Identification System, and for connected matters.

BE IT ENACTED by The Queen’s Most Excellent Majesty, by and with the advice and consent of the Senate and House of Representatives of Jamaica, and by the authority of the same, as follows:-

PART I. Preliminary

Short title and commencement. 1. This Act may be cited as the National Identification and Registration Act, 2021, and shall come into operation on a day to be appointed by the Minister by order published in the Gazette, and different days may be appointed under this section in respect of different provisions of this Act.

Interpretation. 2. In this Act –

“Appeal Tribunal” means the Appeal Tribunal established under section 26;

“authentication” means the process by which the authenticity of a National Identification Number or National Identification Card is proved;
“Authority” means the National Identification and Registration Authority established under section 5;

“Chairperson”, in relation to the Authority, means the chairperson of the Authority;

“civil registration” means the inclusion of information in –

(a) a civil status register under the Registration (Births and Deaths) Act;

(b) the Adopted Children Register under the Children (Adoption of) Act;

or

(c) another register required to be kept by the Registrar-General under any other law;

“Civil Registration Databases” means the databases established pursuant to section 9(1)(b);

“enrolled individual” means an individual whose identity information is stored in the National Identification Databases;

“enrolment” means the collection of identity information for storage in the National Identification Databases;

“Executive Director” means the Executive Director of the Authority, provided for in section 6;

“functions”, unless the context otherwise requires, includes powers and duties;

“identity information” means the biographic, biometric or numerical information that may be collected under section 11 in respect of an individual;

“information” includes documents, or any other information in whatever form (whether electronic or otherwise);
“Inspectorate” means the National Identification and Registration Inspectorate established by section 27;

“National Databases” means the databases established under section 9(1);

“National Identification Card” or “Card” means a card issued under section 16;

“National Identification Databases” means the databases in which all the identity information collected under this Act by the Authority is stored;

“National Identification Number” means a National Identification Number assigned under section 15;

“National Identification System” means –

(a) the National Identification Databases established under section 9;

(b) the National Identification Numbers;

(c) the National Identification Cards; and

(d) the processes, automated retrieval and storage, procedures, plans, networks, services, measures and interconnected and other associated elements for the enrolment of individuals, the verification of their identity and the authentication of National Identification Numbers and National Identification Cards;

“personal data” has the meaning assigned to it in section 2 of the Data Protection Act;

“public body” means –

(a) a Ministry, Department, Executive Agency, or other Agency of Government;
(b) a Local Authority, as defined in section 2 of the Local Governance Act;

(c) a statutory body or authority; or

(d) a company registered under the Companies Act, being a company in which the Government or an agency of the Government is in a position to direct the policy of that company;

“Registrar-General” means the Registrar-General under the Registration (Births and Deaths) Act;

“spouse” has the meaning assigned to it in the Property (Rights of Spouses) Act;

“verification” means the process by which the Authority establishes the accuracy of identity information.

Objects.

3. The objects of this Act are to provide for –

(a) a system of national identification; and

(b) the administration of the system of civil registration,

in conformity with all laws applicable to civil registration, the protection of identity information and other personal data.

Application.

4. - (1) The following individuals are eligible for enrolment for the purposes of this Act –

(a) citizens of Jamaica; and

(b) individuals ordinarily resident in Jamaica.

(2) Eligibility under subsection (1) does not apply to any individual who is not a citizen of Jamaica and who is entitled to immunities and privileges under the Diplomatic Immunities and Privileges Act.
(3) For the avoidance of doubt, an individual referred to in subsection (2) is entitled as described in section 25(6) to receive the information referred to in that section about that individual.

(4) For the purposes of subsection (1)(b) an individual is ordinarily resident in Jamaica if the individual –

(a) has, pursuant to a grant of leave to enter and remain in Jamaica under any law concerning aliens or immigration, resided in Jamaica for a continuous period of not less than six months immediately preceding the date of application for enrolment of the individual; or

(b) is in Jamaica pursuant to a grant of leave to enter and remain in Jamaica, under any law concerning aliens or immigration, for the purpose of study.

**PART II. The National Identification and Registration Authority**

5. - (1) There is hereby established a body to be known as the National Identification and Registration Authority, which shall be a body corporate to which the provisions of section 28 of the Interpretation Act shall apply.

(2) There is hereby established within the Authority an office to be known as the Office of the Registrar-General which, under the management and control of the Authority, shall be responsible for carrying out the functions of the Registrar-General under –

(a) the Registration (Births and Deaths) Act;

(b) the Children (Adoption of) Act;

(c) the Marriage Act;

(d) the Muslim Marriage Act;

(e) the Hindu Marriage Act,
and any other law.

(3) The functions of the Authority are to –

(a) administer the National Identification System;

(b) develop policies, procedures and protocols for the creation, management and operation of the National Identification System, including policies, procedures and protocols relating to –

(i) the enrolment of eligible individuals;

(ii) the generation and assignment of a National Identification Number to each enrolled individual;

(iii) the issue of a National Identification Card to each enrolled individual;

(iv) the collation and reproduction of information obtained as required under this Act to be collated and reproduced from time to time;

(v) the safe custody and, where required, disposal of all identity information collected or obtained by the Authority or stored in the National Databases;

(vi) the promotion of the use of the National Identification Number and the National Identification Card; and

(vii) on-going research on developments and best practices in civil registration and identity information management;

(c) develop appropriate systems and protocols for the security, secrecy, and necessary safeguards for the protection and confidentiality, of the information stored in the National Databases;

(d) through the office established under subsection (2), carry out the functions of the Registrar-General as described in subsection (2);
(e) provide information and advice, and make proposals, to the Minister, on matters relating to the Authority;

(f) monitor and promote compliance with this Act and regulations made under this Act and to develop public education programmes with a view to promoting such compliance;

(g) develop policies and protocols for the prevention of identity theft and other instances of fraud with respect to identity information, and co-operate with other “anti-fraud organisations” (as defined by section 24(2) of the Data Protection Act) with regard thereto; and

(h) monitor its operations to ensure that they are in conformity with –

(i) the Data Protection Act;

(ii) the Financial Administration and Audit Act and all applicable financial instructions issued by the Financial Secretary under that Act;

(iii) the Public Bodies Management and Accountability Act; and

(iv) any other law relevant to the management of public bodies or the protection of identity information; and

(i) perform such other functions as it considers necessary for the efficient discharge of the Authority’s functions.

(4) In addition to its functions under subsection (3), the Authority shall be responsible for developing the strategic direction of the Authority and the policies in support thereof and, without prejudice to the generality of the foregoing, shall –

(a) review the performance of the Executive Director;
(b) review, evaluate, approve, and monitor the implementation, by the Executive Director, of the Authority’s –

(i) corporate policies;
(ii) operational, strategic and other corporate plans; and
(iii) annual budget proposals and submissions;

(c) review, evaluate and approve the financial statements and major expenditure proposals of the Authority;

(d) keep the Minister and the Permanent Secretary of the Ministry having responsibility for the Authority informed of all matters relating to the administration and management of the Authority, including any need for financial, human, technological or other resources necessary for the achievement of the Authority’s performance targets;

(e) give to the Executive Director directions in respect of the management of the Authority;

(f) operate in a manner that maximises the effective and efficient operation of the Authority;

(g) approve the annual, quarterly and other reports of the Authority, which are required by this Act or any other enactment to be submitted to the Minister or to Parliament;
(h) monitor the performance of the Authority in respect of its performance targets and service standards; and

require the Executive Director to provide it with such periodic reports, and such special reports, as the Authority considers appropriate in respect of the management of the Authority.

(5) The Authority may delegate any of its functions under this Act, other than the power to delegate, to the Executive Director or any other member of staff of the Authority, or any member of the Authority.

(6) Every delegation under subsection (5) is revocable by the Authority, and shall not preclude the Authority from itself performing the function delegated.

(7) In performing its functions, the Authority shall have the power to –

(a) institute measures for the promotion of compliance with this Act;

(b) design and develop systems and procedures which allow for the public to access its services, including the establishment of enrolment centres and such other facilities as are necessary to facilitate enrolment, and to collaborate with public bodies and private sector entities for that purpose;

(c) introduce cost recovery measures for services provided;

(d) establish procedures and develop, implement and monitor plans and programmes, relating to the administration of the National Identification System;

(e) conduct seminars and provide appropriate training programmes and consulting services, and gather and disseminate information relating to the National Identification System; and
(f) do anything or enter into any arrangement which, in the opinion of the Authority, is necessary to ensure the proper performance of its functions.

(5) The Authority shall comply with directions issued to it by the Inspectorate in respect of any matter regarding the Authority’s operations, or regarding compliance with this Act or with any other law concerning the protection or confidentiality of identity information.

(6) The Authority shall manage its human, material and financial resources in keeping with modern standards and practices of sound financial management and good corporate governance.

(7) In the performance of its functions, the Authority shall have regard to the needs of “persons with disabilities” within the meaning of section 2 of the Disabilities Act.

First Schedule.

(8) The provisions of the First Schedule shall have effect with respect to the constitution of the Authority and otherwise with respect thereto.

(9) A person commits an offence if the person wilfully obstructs the Authority in the performance of its functions, and shall be liable on conviction therefor before a Parish Court, to a fine not exceeding three million dollars.

Executive Director. 6. (1) There shall be an Executive Director of the Authority, who shall be responsible for the day to day management of the affairs of the Authority, and in particular shall be responsible for –

(a) coordinating the functions of the Authority by ensuring that the Authority’s operations are carried out in an efficient and effective manner;

(b) ensuring the timely implementation of the decisions and directions of the Authority;
(c) submitting quarterly reports, annual reports, and any other reports required by the Authority, in relation to the functions of the Authority, in such form and manner as may be prescribed;

(d) preparing, and submitting to the Authority for approval, the annual budget of the Authority;

(e) developing and implementing such operational policies, regulations and procedures as are approved by the Authority in relation to its functions, including as concerns –

(i) human resource management, employee codes of conduct and a system of performance-based evaluation;

(ii) financial management;

(iii) employee benefits;

(iv) asset and property management; and

(v) enterprise risk management;

(f) ensuring that the Authority is kept informed of all matters material to the administration and operation of the Authority; and

(g) performing such other functions as may be assigned, or delegated, to the Executive Director by the Authority pursuant to the Authority’s functions under this Act.
(2) The provisions of the First Schedule shall have effect with respect to appointment to the office of Executive Director, the terms and conditions of employment of the Executive Director, and otherwise with respect thereto.

(a)

Ministerial directions.

7. The Minister may, after consultation with the Chairperson, give to the Authority such directions of a general character, as to the policy to be followed by the Authority in the performance of its functions, as appear to the Minister to be necessary in the public interest, and the Authority shall give effect to those directions.

Co-operation between the Authority and public bodies.

8. (1) The Authority shall in the exercise of its functions and in the implementation of the provisions of this Act, co-operate with other public bodies.

(2) Each public body shall give to the Authority such assistance as may be necessary for the proper discharge of the functions of the Authority.

PART III. The National Identification Databases and the Civil Registration Databases

National databases.

9. (1) National databases are hereby established, consisting of –

(a) the National Identification Databases, in which all the identity information collected by the Authority under this Act in respect of enrolment is stored; and

(b) the Civil Registration Databases, in which all the information kept by the Registrar-General for the purposes of civil registration is stored.

(2) Subject to the provisions of this section, the National Identification Databases shall be used only for any one or more of the following purposes –

(a) the enrolment of individuals;

(b) the storage of the identity information of enrolled individuals;
(c) the generation and issue of a National Identification Number and a National Identification Card to each enrolled individual;

(d) the verification of the identity information of enrolled individuals and the authentication of National Identification Numbers and National Identification Cards.

(3) Subject to the provisions of this section, the Civil Registration Databases shall be used only for the generation and issue of such certificates, and other forms of evidence, of civil registration as the Registrar-General may require for the purposes of the functions specified in section 5(2).

(4) The identity information stored in the National Identification Databases shall be in encrypted form that is not legible without decryption, and that is capable of being converted into legible form when required for the purposes of this Act; and

(b) where appropriate, be anonymised.

(5) Information stored in the National Databases shall not be altered except in the manner provided by this Act, or regulations made under this Act.

(6) At any time after an individual is enrolled, that individual may request, in writing to the Authority, the alteration of any identity information with respect to that individual that the individual claims to be incomplete, incorrect, misleading or otherwise in need of alteration.
(7) Within fourteen days after receiving a request under sub-section (6), the Authority shall in writing notify the individual –

(a) of the action taken by the Authority in respect of the request;

(b) in the case of a refusal of the request, of the reasons for the refusal; and

(c) that the individual may appeal to the Appeal Tribunal in accordance with this Act.

(8) A person commits an offence if the person, without lawful authority, wilfully –

(a) accesses the National Databases;

(b) modifies the contents of the National Databases (whether or not the modification is intended to be temporary or permanent); or

(c) intercepts, or causes to be intercepted, any function of the National Databases, and shall be liable on conviction therefor before -

(i) a Parish Court, to a fine not exceeding three million dollars or to imprisonment for a term not exceeding three years, or to both such fine and imprisonment; or

(ii) a Judge of the Circuit Court sitting without a jury, to a fine, or to imprisonment for a term not exceeding twenty-five years, or to both such fine and imprisonment.

(9) A person commits an offence if the person, without lawful authority, wilfully –

(a) degrades, or causes the failure of, the National Databases, or interrupts or obstructs the operation of any program or data in the National Databases; or

(b) causes denial of access to, or impairment of, the function of any program or data in the National Databases.
(10) A person who commits an offence under subsection (9) shall be liable on conviction therefor before –

(a) a Parish Court, to a fine not exceeding three million dollars, or to imprisonment for a term not exceeding three years, or to both such fine and imprisonment; or

(b) a Judge of the Circuit Court sitting without a jury, to a fine, or imprisonment for a term not exceeding twenty-five years, or both such fine and imprisonment.

(11) In this section –

“access, “data”, “function” and “program” shall be construed in accordance with the Cybercrimes Act;

“intercepting” includes –

(a) listening to or viewing, by use of technical means; or

(b) recording a function of any program or data comprised in the National Databases, or acquiring the substance, meaning or purport of any such function.

(12) In relation to an offence specified in subsection (9), the acts alleged to constitute the offence need not be directed at –

(a) any specifically identifiable program or data, or type of program or data; or

(b) any program or data held in a specifically identifiable computer.

Enrolment.

10. - (1) An application may be made to the Authority, in such form and manner as may be prescribed, and subject to the provisions of this section, for enrolment of any individual who is eligible as described in section 4.

(2) At the time of an individual’s enrolment, the Authority shall, in such form and manner as may be prescribed, inform that individual –
(a) that enrolment is voluntary and that the individual may cancel the enrolment, in accordance with section 14(1)(b); and

(b) in respect of the information collected from that individual for the enrolment –

(i) of the reason for the collection of the information and the purpose for which the information will be used, including a statement that even if the individual cancels the enrolment, the identity information of the individual may be retained for the purpose of compliance with section 24, or for processing as permitted under section 24(1)(h) of the Data Protection Act;

(ii) of the fact that steps will be taken to verify the information, and what those steps are;

(iii) that the individual is entitled to access the information, and of the steps required for such access;

(iv) that the individual is entitled to request the alteration of incomplete, incorrect or misleading identity information stored in the National Identification Databases and pertaining to that individual, and of the steps required to make such a request; and

(v) that the individual is entitled to appeal under this Act against any decision, action or omission of the Authority, other than pursuant to an order under section 24, concerning identity information stored in the National Identification Databases and pertaining to that individual, and of the steps required to make such an appeal.

(3) Where an individual has, in accordance with section 11, submitted identity information to the Authority for the purposes of enrolment, the Authority –
(a) shall take all reasonable steps to verify that identity information;
(b) shall not enter in the National Identification Databases any identity
information that has not been verified by the Authority;
(c) upon verifying that identity information as required by this subsection, shall
enter that identity information in the National Identification Databases; and
(d) upon completion of the enrolment, shall in such form and manner as may be
prescribed supply the individual with a copy of the identity information,
pertaining to that individual, that has been entered in the National
Identification Databases.

(4) An application for the enrolment of an individual who is referred to in
subsection (1) may be made on behalf of that individual
by –
(a) if the individual is under the age of eighteen years –
   (i) the individual’s parent or guardian; or
   (ii) where the individual is in the custody of a facility for the care of
        children, the officer in charge of the facility;
(b) in the case of an individual with a “mental disorder” as defined in the Mental
    Health Act, the nearest relative of the person, determined in accordance with
    section 3 of the Mental Health Act,
and the information required to be provided under subsection (2) shall be treated as
having been provided to the individual if it is provided to that applicant.

(5) Where an individual who is imprisoned or detained in a “correctional
institution” (as defined in the Corrections Act) wishes to apply for enrolment, the officer
in charge of the institution shall facilitate –
(a) the making of the application; and

(b) such access to the inmate as may be reasonably required by the Authority for the purpose of effecting the enrolment.

(6) No fee shall be payable in respect of enrolment, or an application for enrolment.

(7) An individual who –

(a) provides false information or makes a false statement of a material nature with the intention of obstructing or misleading the Authority when –

(i) providing information for an entry to the National Identification Databases;

(ii) making a modification to an entry to the National Identification Databases;

(iii) making a confirmation of the content of an entry to the National Identification Databases; or

(iv) obtaining the issue or re-issue of a National Identification Card;

(b) fraudulently obtains for the use of that individual, or for the use of another individual, a National Identification Card; (c) falsely alleges the loss or destruction of that individual’s National Identification Card and applies for a new card while in possession of a National Identification Card; or

(d) provides false information in order to impersonate an enrolled individual, commits an offence and shall be liable upon conviction therefor before a Parish Court to a fine not exceeding three million dollars.

(8) For the purpose of subsection (7), an individual provides false information if at the time of the provision of the information the individual knew or believed the information to be false.
11. - (1) The following identity information may be required by the Authority from an individual for the purpose of enrolling the individual –

(a) the following biographic information of the individual –

(i) full name (including any names used prior to a change of name by deed poll or marriage);
(ii) date of birth;
(iii) country of birth;
(iv) place of birth;
(v) names of mother and father;
(vi) whether the individual is male or female, as recorded on the individual’s birth certificate;
(vii) principal place of residence and, where applicable, any other places of residence;
(viii) nationality, in the case of an individual who is not a citizen of Jamaica;
(ix) period of residence in Jamaica, in the case of an individual who is not a citizen of Jamaica;
(x) marital status;
(xi) name of spouse (if applicable); and
(xii) occupation;

(b) the following biometric information in respect of the individual –

(i) facial image;
(ii) fingerprints or, in any case where a person is physically unable to provide a fingerprint, such alternative to a fingerprint as may be prescribed; and

(iii) manual signature, in the case of an individual who is eighteen years of age or older; and

(c) the following reference numbers in respect of the individual, where applicable

- (i) birth entry number;
- (ii) taxpayer registration number;
- (iii) driver’s licence number;
- (iv) passport number;
- (v) National Insurance number;
- (vi) Programme of Advancement Through Health and Education (PATH) number; and
- (vii) elector registration number.

(2) In any case where an individual is unable to supply any one or more items of identity information listed in subsection (1), the Authority shall determine, in accordance with subsection (3), whether the information supplied with the application for enrolment is sufficient to effect the enrolment and if the Authority determines that the information –

(a) is sufficient, shall proceed to effect the enrolment; or

(b) is insufficient, shall deny the application for enrolment and shall advise the applicant of the reason for the denial.
(3) An application shall be treated as being insufficient to effect the enrolment of an individual if the following information is not provided with the application –

(a) the following biographic information of the individual –

(i) full name (including any names used prior to a change of name by deed poll or marriage);

(ii) date of birth;

(iii) country of birth;

(iv) place of birth;

(v) whether the individual is male or female, as recorded on the individual’s birth certificate;

(vi) principal place of residence;

(vii) nationality, in the case of an individual who is not a citizen of Jamaica;

(viii) period of residence in Jamaica, in the case of an individual who is not a citizen of Jamaica;

(ix) marital status; and

(x) name of spouse (if applicable);

(b) the following biometric information in respect of the individual –

(i) facial image;

(ii) fingerprints or, in any case where a person is physically unable to provide a fingerprint, such alternative to a fingerprint as may be prescribed; and
(iii) manual signature, in the case of an individual who is eighteen years of age or older; and

(c) the following reference numbers in respect of the individual, where applicable –

(i) birth entry number;

(ii) taxpayer registration number;

(iii) passport number;

(iv) driver’s licence number; and

(v) elector registration number.

(4) A person commits an offence if the person knowingly obtains or possesses identity information of any other person in circumstances that give rise to a reasonable inference that the information has been, or is intended to be, used to commit an offence under this Act or any other law.

(5) A person who commits an offence under subsection (4) shall be liable on conviction therefor before a Parish Court, to a fine not exceeding two million dollars.

Verification of identity information.

12. - (1) Identity information submitted by an individual for enrolment shall be verified by the Authority in accordance with this Act.

(2) For the purpose of verifying identity information in accordance with this Act, the Authority may request that the applicant provide any one or more of the following documents in respect of the individual seeking enrolment –

(a) birth certificate or adoption certificate or, in the case of a person who does not possess a birth certificate, a certificate of citizenship issued by the Minister with responsibility for national security;

(b) passport;
(c) driver’s licence;

(d) electoral registration identification card;

(e) marriage certificate;

(f) deed poll;

(g) an identification card issued by an “educational institution” as defined in the Education Act;

(h) an identification card issued by the individual’s current employer;

(i) decree absolute of dissolution or nullity of marriage;

(j) any other document containing identity information of the individual.

13. Where the Authority receives a notification under the Justice Protection Act as to any matter which may concern the identity of an enrolled individual, the Authority may act in accordance with such procedures, in respect of enrolled individuals who are participants under the “Justice Protection Programme” (within the meaning of the Justice Protection Act), as are agreed with the “Administrative Centre” (as defined in the Justice Protection Act).

14. - (1) The Authority shall cancel the enrolment of an enrolled individual if –

   (a) the Authority becomes aware that, having regard to section 4, the individual is not eligible for enrolment for the purposes of this Act; or

   (b) the individual requests in writing to the Authority, accompanied by the National Identification Card issued to that individual, that the enrolment be cancelled.

   (2) The Authority may cancel the enrolment of an enrolled individual if the Authority is satisfied that the identity information stored in the National Identification Databases is inaccurate.
(3) Where pursuant to subsection (1)(a) or subsection (2), the Authority cancels the enrolment of an individual, the Authority shall in writing notify the individual of the cancellation, stating the reason for the cancellation and informing the individual –

(a) that the individual is no longer entitled to use a National Identification Number, and that the National Identification Card issued to the individual must be surrendered in accordance with subsection (6); and

(b) of the right to appeal under section 26,

and, in the case of cancellation under subsection (2), shall erase the inaccurate identity information from the National Identification Databases and ensure that the information is disposed of in accordance with the applicable laws relating to the protection of personal data.

(4) Where, pursuant to subsection (1)(b) or (2) the Authority cancels the enrolment of an individual, the Authority may subsequently enrol the individual if –

(a) in the case of cancellation pursuant to subsection (1)(b), an application is made for the subsequent enrolment of the individual, and in any such case the National Identification Number assigned to that individual on the subsequent enrolment shall be the same National Identification Number assigned to that individual on the previous enrolment; or

(b) in the case of cancellation pursuant to subsection (2), the Authority is satisfied as to the accuracy of the identity information of the individual provided on an application in accordance with this Act for the subsequent enrolment of the individual.

(5) Upon the cancellation under this section of the enrolment of an individual, the Authority –
(a) shall cancel the National Identification Card issued to that individual; and

(b) shall –

(i) not begin or shall cease (as the case may require) to process the identity information provided by the individual for the purposes of the enrolment; and

(ii) notify the individual in writing that the enrolment has been cancelled and that the individual may at any time re-apply for enrolment in accordance with section 10.

(6) An individual who, pursuant to subsection (3) is given notice that the individual’s enrolment has been cancelled –

(a) shall no longer use a National Identification Number; and

(b) shall surrender to the Authority, within thirty days after receiving the notification, the National Identification Card issued to that individual.

(7) An individual who, without reasonable excuse, contravenes subsection (6) commits an offence.

(8) In this section “process” –

(a) has the meaning assigned to it by section 2(1) of the Data Protection Act; and

(b) for the avoidance of doubt, does not include processing –

(i) required for compliance with section 24; or

(ii) permitted under section 24(1)(h) of the Data Protection Act.

National Identification Number.

15. - (1) The Authority shall, in accordance with subsection (2), assign a unique identification number, to be known as a National Identification Number, to every enrolled individual.

(2) For the purposes of subsection (1), the National Identification Number –
16. – (1) The Authority shall, in accordance with this section, issue an identification card, to be known as a National Identification Card, to each enrolled individual.

(2) A National Identification Card issued under this section is deemed to be a public document for the purposes of section 22 of the Evidence Act.

(3) The Authority shall keep a record of every National Identification Card issued by the Authority.

(4) A National Identification Card issued to an enrolled individual shall not be transferred to another individual.

(5) The issue of a National Identification Card to an individual shall not be treated as conferring any right of citizenship on, or as proof of the domicile of, an individual.

(6) Subject to subsection (8), the issue of a National Identification Card to an enrolled individual shall not be subject to the imposition of a fee payable by or on behalf of the enrolled individual.

(7) An enrolled individual to whom a National Identification Card is issued shall have a duty to –

(a) ensure the safe custody of the card;
(b) as soon as reasonably practicable after becoming aware of any error in the information on the Card, notify the Authority thereof and in writing request the alteration of the information; and

c) promptly notify the Authority, by voluntary declaration in such form and manner as may be prescribed, of any loss, theft, mutilation or destruction of, or damage to, the National Identification Card.

(8) Where a National Identification Card has been lost, stolen, mutilated, destroyed or damaged, the individual to whom the card was issued may apply to the Authority in such form and manner, accompanied by such fee, as may be prescribed, for replacement of the Card.

(9) A National Identification Card issued to an individual remains the property of the Authority.

(10) A person commits an offence if the person wilfully tampers with a National Identification Card and shall be liable on conviction therefor before a Parish Court, to a fine not exceeding three million dollars or to imprisonment for a term not exceeding three years, or to both such fine and imprisonment.

(11) A person commits an offence if the person wilfully takes possession of, or retains –

(a) a National Identification Card, knowing that the Card was improperly obtained; or

(b) a card, knowing that the card is a counterfeit National Identification Card, and shall be liable on conviction therefor before a Parish Court, to a fine not exceeding three million dollars or to imprisonment for a term not exceeding three years, or to both such fine and imprisonment.
(12) A person who, without reasonable excuse, fails to notify the Authority as required under subsection (7)(c), of the loss, theft, damage, mutilation or destruction of a National Identification Card commits an offence.

17. – (1) An enrolled individual who is issued a National Identification Card may use the card as a means of proving that individual’s identity, and where such an individual furnishes the Card to a person who requires proof of the individual’s identity –

(a) the Card shall be accepted as sufficient proof of the individual’s identity; and

(b) the person shall not require the individual to produce any additional proof of identity.

(2) A person commits an offence if the person –

(a) uses a National Identification Card in order to impersonate an enrolled individual; or

(b) permits or induces another person to use a National Identification Card in order to impersonate an enrolled individual,

and shall be liable on conviction therefor before a Parish Court, to a fine not exceeding three million dollars or to imprisonment for a term not exceeding three years, or to both such fine and imprisonment.

18. - (1) A National Identification Card issued to an individual who, at the time of first issue of the National Identification Card is –

(a) younger than eighteen years of age, shall be valid for five years from the date of issue, and is renewable for successive periods of five years until the individual attains the age of eighteen years;
(b) eighteen years of age or older, shall be valid for ten years from the date of issue and shall be renewable for successive periods of ten years during the lifetime of the individual.

(2) An application for the renewal of a National Identification Card may be made within the period of six months before the date of expiration of the existing National Identification Card, or at any time after the date of expiration of the National Identification Card.

(3) The Authority shall renew a National Identification Card in such manner as shall be prescribed.

(4) The Authority may require an individual seeking a renewal of a National Identification Card to surrender to the Authority the existing National Identification Card (whether still current or expired) in exchange for a renewed Card.

**Content of National Identification Card.**

19. - (1) The National Identification Card shall be issued in such form and bear such information as shall be prescribed, including –

(a) on the front of the card, in relation to the individual to whom it is issued –

(i) the National Identification Number assigned to that individual;

(ii) the name of the authority that issued the card;

(iii) the name, date of birth, gender, facial image and manual signature of the individual;

(iv) the nationality of the individual;

(b) on the back of the card -

(i) the parish or place of enrolment of the individual;

(ii) the date of issue of the Card;

(iii) the date of expiry of the Card;
(v) the card control number;

(vi) the category of enrolment (that is, whether as a citizen or individual ordinarily resident in Jamaica),

and, stored within the card, a digital representation of the minutiae of the fingerprint of the individual, for the purposes of authentication.

(2) Subject to section 16(5), a National Identification Card shall be prima facie proof of the particulars which the card bears.

(3) A person commits an offence if the person, without lawful authority, makes, produces, manufactures, prints, binds, designs, or distributes, any document purporting to be a National Identification Card.

(4) A person who commits an offence under subsection (3) shall be liable on conviction therefor before a Parish Court, to a fine not exceeding three million dollars or imprisonment for a term not exceeding three years, or both such fine and imprisonment.

Cancellation of National Identification Card.

20. - (1) The Authority may cancel a National Identification Card if satisfied that –

(a) the National Identification Card was issued based on inaccurate or incomplete identity information;

(b) the Card was issued in error;

(c) there is a defect in the form of the Card; or

(d) in respect of the individual to whom the Card was issued –

   (i) the Minister with responsibility under the Jamaican Nationality Act has –

      (A) caused a declaration of renunciation of citizenship of Jamaica, made by that individual, to be registered under that Act; or
(B) under that Act, deprived that individual of citizenship of Jamaica; or

(ii) the Minister with responsibility under the Immigration Restriction
( Commonwealth Citizens) Act or Aliens Act (as the case may
require) has, under that Act, revoked the leave of that individual to
remain in Jamaica.

(2) The Authority shall not cancel a National Identification Card under
subsection (1) unless –

(a) the Authority, by notice given in the prescribed form, informs the individual –

(i) of the proposed cancellation and of the individual’s right to appeal under
section 26 against the proposed cancellation; and

(ii) that use of the card is prohibited under subsection (3) during the period
referred to in subsection (4); and

(b) either the time limited for bringing the appeal has elapsed without an appeal being
brought or an appeal is brought and the Appeal Tribunal confirms the proposed
cancellation.

(3) An individual who, pursuant to subsection (2) is given notice that the
Authority proposes to cancel the individual’s National Identification Card shall not use,
or permit the use of, the Card during the suspension period referred to in subsection (4).

(4) The validity of a National Identification Card shall be suspended during the
period from the date of service of the notice under subsection (2) and ending on the date
on which either of the conditions referred to in subsection (5) is fulfilled.

(5) The conditions are that either –
(a) the time allowed for bringing the appeal under section 26 has elapsed without the appeal having been brought; or

(b) where the appeal is brought under section 26, a copy of the decision of the Appeal Tribunal has been served on the Authority and the appellant.

(6) Where on an appeal under section 26 the Appeal Tribunal confirms the proposed cancellation of a Card, or the time allowed for bringing the appeal under that section has elapsed without the appeal having been brought –

(a) the Authority shall cancel the National Identification Card; and

(b) the appellant shall surrender the Card to the Authority within thirty days after receiving notification of the decision under section 26.

(7) An individual who, without reasonable excuse, fails to surrender a National Identification Card as required under subsection (6) commits an offence.

Re-issue of cancelled National Identification Card.

21. Where a National Identification Card has been cancelled, the Authority may re-issue the Card in any case where the Authority is satisfied that the conditions that required the cancellation have been rectified or no longer exist (as the case requires).

Obligation to surrender National Identification Card.

22. An individual shall surrender to the Authority any National Identification Card in that individual’s possession and that –

(a) does not belong to that individual and –

(i) appears to have been lost by another individual;

(ii) has come into that individual’s possession by inadvertence, and without the knowledge or permission of the individual to whom the Card was issued; or
(iii) was issued in respect of an individual who has died and over whose affairs the first mentioned individual has charge (whether as a personal representative or otherwise);

(b) has expired;

(c) has been mutilated or is otherwise unusable;

(d) belongs to that individual but had previously been reported to the Authority (by or on behalf of that individual) as having been lost or stolen; or

(e) the individual has reasonable cause to believe has been issued in error.

PART IV. Use and Security of Information Stored in the National Databases

23. The Authority shall ensure that the information stored in the National Databases is kept in a secure manner and that the confidentiality of the information is preserved, and shall –

(a) take all necessary and appropriate measures (including technical and manual security measures) to protect the information from unauthorised access, unauthorised use, unauthorised disclosure, and any loss or distortion;

(b) ensure that its employees and agents adhere to the measures referred to in paragraph (a) at all times;

(c) ensure that the identity information of enrolled individuals is accorded the highest level of security;

(d) implement controls to detect any unauthorised access to, or use of, the information, including controls to detect and protect against –

   (i) viruses and other malware that are intranet-based or internet-based; and
(ii) other vulnerabilities;

(e) implement monitoring processes aimed at identifying unusual events and patterns that could negatively affect the security of the National Databases;

(f) encrypt all such information containing biometrics or other identity information, enabling decryption only in secured circumstances;

(g) restrict the categories of its staff and agents, having access to the processes, systems and networks of the National Databases; and

(h) take all necessary steps to ensure the physical security of the servers of the National Databases, and employ back-up measures that are appropriate to guard against theft, natural disasters and equipment failure.

Disclosure of identity information.

24. - (1) The Authority shall not disclose identity information stored in the National Identification Databases, about an individual, except –

(a) in accordance with the request of the individual concerned, subject to such fee as may be prescribed;

(b) in accordance with an order of a Judge, made pursuant to subsection (3); or

(c) as may otherwise be provided by this Act or any other law.

(2) The Commissioner of Police may, without notice, make an application to a Judge of the Supreme Court, in Chambers, for an order authorising the Authority to disclose to an individual specified in the order, being a constable not below the rank of Superintendent, identity information in any case where the disclosure is necessary –

(a) for the prevention, detection or investigation of crime; or

(b) in the interest of national security.
(3) A Judge to whom an application is made under subsection (2) shall grant the application if satisfied that the disclosure is necessary as specified in subsection (2)(a) or (b), and that –

(a) other investigative procedures have not been, or are unlikely to be, successful in obtaining the information; and

(b) it would be in the best interest of the administration of justice to make the order.

(4) An application under subsection (2) shall be in writing accompanied by an affidavit deponing to –

(a) the facts or allegations giving rise to the application; and

(b) such other information as is necessary, or as may be required by the Judge, for the determination of the application.

(5) Subject to subsection (6) identity information disclosed pursuant to an order under this section shall be destroyed within three months after the date on which –

(a) the individual concerned is convicted or acquitted of an offence in respect of the matter for which the information was disclosed pursuant to the order;

(b) the date on which proceedings are discontinued, in any case where the individual concerned is charged with an offence in respect of the matter for which the information was disclosed pursuant to the order; or

(c) three years have elapsed without the individual concerned having been charged in respect of the matter for which the information was disclosed pursuant to the order,

(as the case may be) and the individual shall be given written notice, as soon as is practicable after the commencement of that three-month period, that identity information
of that individual was disclosed under this section and is required to be destroyed in accordance with this section, and such a notice shall include the particulars required to be stated under subsection (7).

(6) Where any conviction, acquittal or other proceedings referred to in subsection (5) is the subject of an appeal, the identity information concerned shall not be destroyed under subsection (5) until the appeal proceedings have been concluded.

(7) Where identity information is required to be destroyed under subsection (5), the individual to whom the identity information relates shall be given prior notice stating–

(a) the date, time and location for the destruction; and
(b) that the individual and his attorney-at-law are entitled to be present to witness the destruction,

and shall be given the opportunity to witness the destruction in person, together with or represented by the individual’s attorney-at-law.

(8) Upon application in writing made by the individual to whom the identity information relates, a certificate of the destruction of the identity information pursuant to this section shall be given to the individual.

(9) Where the Commissioner of Police is of the opinion that identity information of any individual referred to in subsection (5) should not be destroyed, the Commissioner shall, before the expiration of the time referred to in subsection (5), make an application to a Judge of the Supreme Court, in Chambers, for the identity information to be retained.
(10) A Judge to whom an application is made under subsection (9) may grant the application if satisfied that circumstances still exist under subsection (3) which warrant the retention of the information.

(11) Where an application is granted under subsection (10), the Judge shall, upon the application of the individual referred to in subsection (5), review the matter every three months and shall order that the identity information be destroyed in accordance with subsection (7) if satisfied that circumstances no longer exist under subsection (3) which warrant the retention of the information.

(12) Where a Judge issues an order pursuant to subsection (3), the Judge shall issue such directions as the Judge considers appropriate for the purpose of requiring the constable to whom the information is disclosed to make such arrangements as are necessary –

(a) for ensuring that –

(i) the extent to which the identity information is disclosed;

(ii) the number of persons to whom any of the identity information is disclosed;

(iii) the extent to which the identity information is copied; and

(iv) the number of copies made of the identity information,

is limited to the minimum that is necessary for the purposes of the investigation in relation to which the order is issued or any prosecution for an offence; and

(b) for ensuring that each copy made of any of the identity information is –

(i) stored in a secure manner so long as its retention is necessary for such purposes as aforesaid; and
(ii) destroyed as soon as its retention is no longer necessary for those purposes.

Requests for information or for authentication and verification services.

25. (1) The Authority may, in such form and manner as may be prescribed –

(a) authenticate a National Identification Number assigned, or National Identification Card issued, to an individual; or

(b) verify the identity information of an enrolled individual,

at the request of that individual or an accredited third party with the consent of that individual.

(2) A request under subsection (1) shall be made in such form and manner as may be prescribed, and shall be accompanied by such fee as may be prescribed.

(3) A person may apply to be an accredited third party for the purposes of this section, in such form and manner as may be prescribed.

(4) The Authority shall retain for such period as may be prescribed a record of each request for authentication or verification under this section, including a statement of the manner in which the request was determined.

(5) Nothing in subsections (1) to (4) authorises the disclosure of information referred to in section 11(1)(b)(ii) (fingerprint or information prescribed as alternative to a fingerprint) in respect of an individual.

(6) An individual is entitled to be provided by the Authority, on application made to the Authority in such form and manner as may be prescribed, with the following information –

(a) a statement of all the information, stored in the National Databases, about that individual; and
(b) a record of all the requests under this section for verification of identity
information of that individual received from requesting entities, including in
respect of each such request –

(i) the name of the requesting entity;

(ii) the date of the request;

(iii) a statement as to whether or not the request was granted; and

(iv) if the request was granted –

(A) the date on which the request was granted; and

(B) whether or not the identity information sought to be verified
was verified.

(7) Where an application under subsection (6) requests that the information be
provided in printed rather than electronic form, the application shall be accompanied by
such fee as may be prescribed therefor.

(8) The Authority may in such form and manner as may be prescribed provide to
any statutory body or agency of Government, whose functions include the collection of
statistical data or who in connection with the performance of its functions requests from
the Authority any statistical data, any anonymised statistical data not including the
identity information of any enrolled individual.

**PART V. Appeals and Oversight**

**Appeal Tribunal.**

26. - (1) There is hereby established an Appeal Tribunal for the purpose of hearing
appeals in accordance with this section.

(2) An individual (in this section referred to as the appellant) who is aggrieved by
a decision of the Authority in respect of any matter concerning the enrolment, National
Identification Number, National Identification Card or identity information of that
individual may within twenty-eight days after the communication of that decision to that individual, or such longer period as the Appeal Tribunal may allow, appeal by filing with the Appeal Tribunal a notice of appeal in such form as may be prescribed.

(3) A notice of appeal for the purposes of subsection (2) shall –

(a) state clearly the grounds of the appeal;

(b) be accompanied by a copy of each supporting document relied on by the appellant; and

(c) be served on the Authority and the Inspectorate, respectively, together with a copy of the supporting documents referred to in paragraph (b).

(4) The Authority shall, within seven days after receiving a notice of appeal under subsection (3), provide the Appeal Tribunal with a statement in writing setting out the reasons for the decision that is the subject of the appeal.

(5) After receiving a notice of appeal under this section, the Appeal Tribunal –

(a) may direct the Authority or appellant, as the case may require, to provide the Appeal Tribunal with such information (excluding identity information) as the Appeal Tribunal considers relevant for determining the appeal; and

(b) shall in writing inform each party to the appeal –

(i) of the date for the hearing of the appeal;

(ii) that the party may appear at the hearing in person with, or by, that party’s representative; and

(iii) that the party may summon such witnesses as that party considers necessary for the purpose of the hearing.

(6) On hearing an appeal under this section, the Appeal Tribunal may –

(a) dismiss the appeal and confirm the decision of the Authority;
(b) allow the appeal and set aside the decision of the Authority;

(c) vary the decision of the Authority; or

(d) allow the appeal and direct the Authority to arrive at a fresh decision on the matter,

and shall give a written copy of its decision, including the reasons therefor, to the appellant, the Authority and the Inspectorate.

**Second Schedule.**

(7) The provisions of the Second Schedule shall have effect with respect to the constitution of the Appeal Tribunal and otherwise with respect thereto.

(8) For the purposes of this section, a proposed cancellation under section 20 shall be construed as a “decision” of the Authority.

**National Identification and Registration Inspectorate.**

27. - (1) There shall be a National Identification and Registration Inspectorate.

(2) The functions of the Inspectorate shall be to –

(a) monitor compliance with this Act and regulations made under this Act;

(b) monitor the performance of the Authority and assess the implementation of best practices in respect of the functions of the Authority;

(c) conduct periodic inspections of the Authority’s operations, in order to determine whether the Authority’s operations are being conducted in accordance with this Act and regulations made under this Act;

(d) give to the Authority such directions and advice as may be appropriate to ensure that the Authority’s operations are conducted in accordance with this Act and regulations made under this Act;

(e) make such recommendations to the Authority as the Inspectorate considers appropriate for the improvement of the Authority’s operational standards; and
(f) investigate any issue or complaint regarding the conduct or operations of the Authority that comes to the attention of the Inspectorate and –

(i) where the issue or complaint relates to the protection of personal data (as defined in the Data Protection Act), bring the issue or complaint to the attention of the Information Commissioner; and

(ii) make such recommendations and give such directions and advice to the Authority as the Inspectorate considers appropriate to resolve the issue or complaint.

(3) In discharging its functions, the Inspectorate shall have the power to –

(a) require the attendance before it of any officer, or agent, of the Authority, or any sub-contractor of any such agent;

(b) call for and examine any information, other than identity information, that the Inspectorate considers relevant;

(c) consult or collaborate with any public body, as the Inspectorate considers appropriate;

(d) audit the operations of the Authority, including the processes for the collection and storage of identity information, for the purpose of determining whether the information is maintained pursuant to the provisions of this Act;

(e) issue such directions to the Authority as the Inspectorate considers necessary to rectify or resolve any breach, or potential breach, of this Act or regulations made under this Act; and

(f) refer any matter concerning any irregularity, misconduct or breach, believed to be carried out by any officer of the Authority, to –

(i) the Director of Public Prosecutions;
(ii) the Integrity Commission;

(iii) the Auditor-General;

(iv) the Information Commissioner and the person in charge of any agency or department of Government charged with responsibility for the protection of identity information or for cyber security;

(v) the Commissioner of Police; or

(vi) the Director-General of the Major Organized Crime and Anti-Corruption Agency,

as the Inspectorate considers appropriate.

Third Schedule.

(4) The provisions of the Third Schedule shall have effect as concerns the constitution of the Inspectorate and otherwise with respect thereto.

(5) The provisions of subsections (6) to (11) shall apply in respect of the submission of complaints to the Inspectorate, and the investigation of any issue or complaint by the Inspectorate, and subject to those provisions the Inspectorate may make regulations with respect to its functions under subsection (2)(f).

(6) On receipt of a complaint or any other form of notification as to any issue as described in subsection (2)(f), the Inspectorate shall –

(a) cause a written record to be made of the complaint or other notification (as the case may be); and

(b) issue a copy thereof to the person who submitted the complaint or other form of notification.

(7) If the person who submitted the complaint or other form of notification so requests, the written record made under subsection (6) may be kept in a form that renders that person’s identity anonymous, and that person shall, at the time of submitting the
complaint or other form of notification, be advised by the Inspectorate of the entitlement to make such a request.

(8) A person shall not –

(a) disclose, or be obliged to disclose, the identity of a person who makes a complaint or submits any other form of notification to the Inspectorate for the purposes of its functions under sub-paragraph (2)(f); or

(b) take any harmful action against a person who makes a complaint or submits any other form of notification to the Inspectorate for the purposes of its functions under sub-paragraph (2)(f) (and in this sub-paragraph “harmful action” may include interfering with the lawful employment of the person making the complaint or other form of notification).

(9) A person who makes a disclosure, or takes any action, which contravenes subsection (8) commits an offence and shall be liable on summary conviction therefor before a Parish Court to a fine not exceeding five hundred thousand dollars or to imprisonment for a term not exceeding six months.

(10) No action, suit, prosecution, or other proceeding, shall be instituted in respect of a complaint or other form of notification made to the Inspectorate in good faith under this Act.

(11) Until the tabling in either House of Parliament of a report by the Inspectorate, under a provision of this Act, in respect of any matter investigated by the Inspectorate pursuant to subsection (2)(f), all persons shall regard as confidential the fact and details of the investigation.

PART VI. Offences and Enforcement
Special provisions in respect of offences.

28. – (1) A person who commits an offence under this Act for which no specific penalty is provided shall be liable on conviction therefor before a Parish Court to a fine not exceeding five hundred thousand dollars.

(2) The Minister may by order subject to affirmative resolution amend any monetary penalty provided for in this Act.

(3) For the avoidance of doubt –

(a) in any case where the penalty for an offence triable by a Judge of a Parish Court under this Act consists only of a fine, the Court may, instead of dealing with the offender under section 195 of the Judicature (Parish Courts) Act, deal with the offender in the manner provided for by section 10 of the Criminal Justice (Reform) Act (community service order); and

(b) for the purposes of this section, the term “punishable with imprisonment” in section 10 of the Criminal Justice (Reform) Act refers to the term of imprisonment applicable under section 195 of the Judicature (Parish Courts) Act.

Powers of search and seizure.

29. - (1) A constable who has reasonable grounds for suspecting that a person is committing, or has committed, an offence under this Act, and that evidence of the commission of the offence is to be found on any premises, may apply to a Justice of the Peace for a warrant to search the premises, and any item at the premises, and seize any item at the premises which, in the opinion of the constable, is likely to be of substantial value to an investigation in respect of the offence.

(2) A warrant issued under this section shall –

(a) describe the offence that it is alleged is being committed, or has been committed;
(b) state whether entry for the purposes of the warrant is authorised to be made at any time of the day or night, or specify the hours during which such entry is to be made;

(c) include such directions as the Justice considers appropriate for handling any items subject to legal professional privilege; and

(d) describe in general terms the kinds of items authorised to be seized, and specifically state if cash is authorised to be seized.

(3) Nothing in this section or in a warrant issued under this section shall be construed as authorising -

(a) the seizure, or taking of copies, of anything that is subject to legal professional privilege; or

(b) the seizure of anything, if such seizure may reasonably be expected to compromise or disrupt any aspect of Jamaica’s information or communication technology infrastructure.

(4) A Judge of the Parish Courts may direct the release of any item seized under this section if the Judge is satisfied, on the application by the person from whom the item was seized, that the provisions of subsection (1) for the seizure of the item are no longer met in relation to the item.

(5) A constable may, with the approval of a Judge of the Parish Courts release any item seized under subsection (1), to the person from whom the item was seized or such other person as appears to be lawfully entitled to the item.

PART VII. General

Secrecy and confidentiality.

30. - (1) Every person –
who has, or who has had, an official duty under this Act; or
(b) who is, or has been, employed in the administration of this Act; or
(c) to whom information is communicated under this Act,

shall treat as secret and confidential all information communicated under this Act, and

shall not disclose such information except as provided under this Act or as necessary for

the due administration of this Act.

(2) A person commits an offence if the person breaches a duty of secrecy or

confidentiality imposed by this Act, and shall be liable on conviction therefor before –

(a) a Parish Court, to a fine not exceeding three million dollars or to imprisonment to

a term not exceeding three years, or to both such fine and imprisonment; or

(b) a Circuit Court, to a fine, or to imprisonment for a term not exceeding ten years,

or to both such fine and imprisonment.

Protection from liability. 31. - (1) No –

(a) civil, or criminal, proceedings for breach of confidentiality may be brought; or

(b) professional sanction for breach of confidentiality may be imposed,

against any person who in good faith provides, or transmits, to the Authority any

information requested by the Authority.

(2) No suit or other proceedings may be brought, or instituted, personally against

an employee of the Authority in respect of any lawful act done, or omission made, in

good faith in the course of administering this Act.

Imposition of fees. 32. Except as provided in section 10(6) or 16(6), the Authority may impose fees for

services provided by the Authority, and the amount of those fees shall be prescribed.

Regulations. 33. - (1) The Authority may, with the approval of the Minister, make regulations

generally for giving effect to the provisions of this Act.
(2) Without prejudice to the generality of subsection (1), regulations made under this section may provide for –

(a) the forms to be used in connection with any application, notice, certificate or other document, required to be issued under this Act;

(b) the procedures and practices to be followed by the Authority in the collection and verification of information required for the enrolment of individuals and the disposal of information collected in respect of an individual whose application for enrolment is refused;

(c) the procedures and processes for the storage, management, security and confidentiality of information stored in the National Databases, including technical standards with respect thereto;

(d) the procedure for the generation and assignment of National Identification Numbers;

(e) the procedure and processes for the manufacture, preparation, issue, surrender, cancellation, renewal and replacement of National Identification Cards;

(f) the form and content of National Identification Cards;

(g) the procedure for the correction and registration of changes to the identity information of enrolled individuals;

(h) the fees that may be charged by the Authority;

(i) the procedure for verification and authentication of the identity information of enrolled individuals;

(j) the preservation, custody and safekeeping of information collected by the Authority;

(k) the procedure for archiving information in the custody of the Authority;
(l) the procedure for the accreditation of third parties who may seek the authentication or verification of identity information;

(m) the procedure for the destruction of identity information in the custody or control of the Authority, where retention of such information is no longer necessary for the purposes of this Act;

(n) the form of warrants to be issued under section 29(1), including the minimum content of any directions that may be issued under section 29(1)(c); and

(o) any other matter required to be prescribed.

(3) Regulations made under this section shall be subject to affirmative resolution.

Amendment of schedules.

34. The Minister may by order subject to affirmative resolution amend the First, Second or Third Schedule.

Review of Act.

35. This Act shall be reviewed from time to time by Parliament, and the first such review shall take place after the expiration of three years from the first date appointed under section 1.

Transitional.

36. - (1) The assets, rights and liabilities of the former department that were, immediately before the appointed day, vested in the former department hereby vest in the Authority.

(2) Any proceeding or remedy that immediately before the appointed day might have been brought or continued by, or available against, the former department may be brought or continued and are available, by or against the Authority.

(3) All records and data of the former department pass to the Authority, with effect from the appointed day.

(4) Where any reference is made to the former department in any law, agreement, instrument or other document, unless the context otherwise requires, such
reference shall be read and construed, as of the appointed day, as if it were a reference to the Office.

(5) Subject to the provisions of this section, on the appointed day, all persons holding permanent appointment to offices under the former department shall be transferred on secondment to the service of the Office for a period of six months or such longer period as the Authority may, in special circumstances, approve.

(6) During the period of a person’s secondment to the Office pursuant to subsection (5), the person shall be employed on such terms and conditions as may be approved by the Authority, being terms and conditions not less favourable than those enjoyed by that person in that person’s office under the former department immediately before the appointed day.

(7) A person in the public service who is transferred on secondment pursuant to subsection (5) may be deployed in the public service on or before the expiration of the period referred to in subsection (5) on terms and conditions that are not less favourable than those enjoyed by that person in the person’s office under the former department immediately before the appointed day.

(8) All persons, who immediately before the appointed day, held offices under the former department under a contractual arrangement, shall, from that date be deemed to continue to hold under the Office, the like or similar offices on the same or no less favourable terms as they held those like or similar offices under the former department.

(9) A person who has served in an office under the former department and who would have, but for this Act, been eligible to receive a pension thereunder, shall be paid a pension, where such service, together with the person’s service under this Act, amount in the aggregate to not less than seven years.
(10) The Authority may, where it is satisfied that it is equitable to do so, make regulations to be given retrospective effect for the purpose of conferring a benefit or removing a disability attaching to any person who may have been entitled to a pension in the circumstances provided for in subsection (9).

(11) In this section –

“appointed day” means the date appointed under section 1 for the purpose of bringing this section into operation;

“the former department” means the office of the Registrar-General appointed under section 4 of the Registration (Births and Deaths) Act, and the Registrar-General’s Department designated as an Executive Agency under section 19(1) of the Executive Agencies Act;

“the Office” means the Office of the Registrar-General established under section 5(2).

Amendments to other enactments. Fourth Schedule.

37. The enactments specified in column 1 of the Fourth Schedule are amended in the manner indicated with respect thereto in column 2 of the Fourth Schedule, and those amendments shall be read and construed as one with the relevant enactment.

Repeal.

38. The National Identification and Registration Act, 2017, is repealed.

FIRST SCHEDULE (Sections 5, 6 and 34)

The National Identification and Registration Authority

Composition of Authority.

1. (1) The Authority shall be composed of the following members, eligible as described in sub-paragraph (2), and appointed by the Governor-General by instrument under the
Broad Seal, acting on the advice of the Prime Minister given after consultation with the Leader of the Opposition –

(a) an attorney-at-law of at least fifteen years standing, being a member of the Bar of Jamaica;

(b) a representative from the Jamaica Umbrella Group of Churches, from a list of at least two nominees submitted to the Prime Minister by that group;

(c) an individual who has demonstrated knowledge, and has at least seven years of experience, in information and communication technology, and cybersecurity;

(d) an individual who has demonstrated knowledge, and has at least seven years of experience, in financial management and accounting;

(e) an individual who has demonstrated knowledge, and has at least seven years of experience, in human resource management and public administration;

(f) a senior public official, in the Ministry with responsibility for the Authority, nominated by the Permanent Secretary of that Ministry;
(g) a senior public official, in the Ministry with responsibility for national security, nominated by the Permanent Secretary of that Ministry;

(h) an individual from the Private Sector Organization of Jamaica, selected from a list of at least three nominees submitted to the Prime Minister by that organisation; and

(i) a Custos Rotulorum, nominated by the Governor-General.

(2) An individual is eligible to be appointed a member of the Authority if that individual –

(a) is a citizen of, and is resident in, Jamaica;

(b) is eighteen years of age or older;

(c) is not a member of either House of Parliament;

(d) is not a member of the Council of a Municipal Corporation, City Municipality or Town Municipality (as those terms are defined by section 2(1) of the Local Governance Act);

(e) has not at any time been diagnosed as having a “mental disorder”, as defined in the Mental Health Act; and

(f) is fit and proper as described in sub-paragraph (3).
(3) An individual is fit and proper for the purposes of sub-
paragraph (2)(f) if –

(a) the individual has not been convicted of an offence –

(i) involving fraud, dishonesty or moral turpitude;

or

(ii) listed in the Second Schedule of the Proceeds

of Crime Act, or an offence in any other

jurisdiction that is similar to any such offence;

(b) the individual is not a bankrupt within the meaning of

section 2 of the Insolvency Act;

(c) the individual’s employment record, or any other

information, does not give rise to reasonable cause

for the belief that the individual engaged in any

conduct, involving dishonesty or impropriety, that

would interfere with the individual’s ability to fulfil

any function as a member of the Authority;

(d) in the opinion of the Prime Minister –

(i) the individual is of sound probity and able to

exercise competence, diligence and sound

judgment in fulfilling the functions of a

member of the Authority;
(ii) the individual possesses the knowledge, skills and experience necessary for the functions required to be carried out by the individual as a member of the Authority; and

(iii) the appointment of the individual will not raise any issue of conflict of interest or undue influence.

(4) Subject to paragraphs 2 and 3, the members appointed pursuant to sub-paragraph (1)(b) –

(a) shall, as regards the first appointment of members of the Authority, be appointed for such period, not exceeding five years, as shall be specified in the instrument of appointment, and shall be eligible for re-appointment for one or more subsequent periods in accordance with sub-paragraph (b); and

(b) as regards any subsequent appointment of members of the Authority (whether a re-appointment of an incumbent member or an appointment to fill a vacancy in a position of such a member), shall be appointed for a period of five years.

(5) If a member of the Authority is absent or unable to act, the Governor-General acting on the advice of the Prime
Minister may appoint an individual, who is duly eligible under sub-paragraph (2), to act temporarily in the place of that member.

(6) The Governor-General, acting on the advice of the Prime Minister given after consultation with the Leader of the Opposition, shall appoint a Chairperson from among the members of the Authority.

(7) The Governor-General shall cause a notification of the names of the members of the Authority and any change in the composition thereof to be published in the Gazette.

**Resignation.**

2. (1) Any member of the Authority, other than the Chairperson, may resign membership of the Authority by notice thereof in writing addressed to the Governor-General and submitted to the Chairperson, who shall transmit the notice to the Governor-General.

(2) The Chairperson may resign membership of the Authority by notice thereof in writing submitted to the Governor-General.

(3) A resignation under this paragraph shall take effect upon receipt by the Governor-General of the notice thereof.
Revocation of appointment.

3. (1) The Governor-General may revoke the appointment of a member of the Authority if the member –

(a) is suffering from a mental disorder as defined in the Mental Health Act, or if the member is by reason of ill-health permanently unable to discharge any function as a member;

(b) is, or becomes, ineligible to be appointed as a member; or

(c) engages in any activity that can reasonably be considered prejudicial to the interests of the Authority.

(2) The appointment of a member of the Authority may be revoked by a resolution passed by a majority of all the members of the Authority.

(3) Before taking any action under sub-paragraph (1) or (2), revoking the appointment of a member, the Governor-General or the Authority (as the case may be) shall notify the member in writing that the member is entitled to be heard on the matter of the proposed revocation, within such time as shall be specified in the notice, and shall give the member the opportunity to be heard accordingly.
Vacancy in membership.

4. A vacancy in the membership of the Authority shall be filled in the same manner, and subject to the same requirements, as apply to an original appointment of a member.

Meetings.

5. (1) The Authority shall determine the frequency, time and place of its meetings, but shall meet as often as necessary for carrying out its functions.

(2) Subject to the provisions of this paragraph, the Authority may regulate its own proceedings.

(3) The Chairperson may call a special meeting of the Authority at any time, and shall call such a meeting within seven days after receiving a request for that purpose made by any three or more members of the Authority.

(4) The Executive Director shall attend such of the meetings of the Authority at which such attendance is required by the Authority by prior notice in writing given to the Executive Director, but the Executive Director is not entitled to vote on any decision of the Authority.

(5) The quorum of the Authority shall be five members.

(6) The decisions of the Authority shall be by a majority of its members present and voting and, in any case where the
voting is equal, the individual presiding as chairperson shall have the casting vote.

(7) Minutes of each meeting of the Authority shall be kept in proper form and shall be confirmed by the Authority as soon as practicable at a subsequent meeting of the Authority.

(8) A decision or proceeding of the Authority is not invalidated by any vacancy in the membership of the Authority or any defect in the appointment of any member of the Authority.

(9) For the purpose of obtaining assistance in the deliberation of any matter before it, the Authority may invite any individual to attend any meeting of the Authority.

(10) An individual who attends a meeting of the Authority pursuant to sub-paragraph (9) –

(a) may take part in the discussions of the Authority, but shall not vote in any decision of the Authority; and

(b) shall be advised, by the person presiding as chairperson, of the individual’s duty of secrecy and confidentiality under section 30.

Committees. 6. (1) The Authority –
(a) may appoint committees for any purpose connected
with the functions of the Authority that, in the
opinion of the Authority would be better regulated
and managed by means of committees; and

(b) without prejudice to the generality of sub-paragraph
(a), shall appoint the following committees of the
Authority—

(i) the Human Rights and Law Committee;

(ii) the Enterprise Risk Management Committee;

(iii) the Information Systems and Cybersecurity
    Committee;

(iv) the Information Communication Technology
    Committee;

(v) the Human Resources Development
    Committee;

(vi) the Financial Management and Accounting
    Committee; and

(vii) the Audit Committee.

(2) Each committee appointed pursuant to sub-paragraph
(1) shall be chaired by a member of the Authority, and the
membership of a committee may consist of members of the
Authority and such other individuals as the Authority

considers appropriate having regard to the knowledge and expertise required in respect of the matter concerned.

(3) Subject to the provisions of this paragraph, the Authority shall determine the number of members, terms of appointment, quorum and terms of reference of a committee appointed pursuant to sub-paragraph (1), but, in any case, the committee shall meet at least once in every calendar quarter.

(4) The provisions of paragraph 1(2) (b) to (f) (eligibility), 3 (revocation of appointment), 7 (disclosure) and section 30 (secrecy and confidentiality), shall apply, with the necessary modifications, to the members of a committee appointed pursuant to this paragraph.

(5) Subject to the approval of the Authority, a committee of the Authority may do any of the following –

(a) create a sub-committee of that committee;

(b) co-opt to that committee such individuals from time to time as may be necessary to facilitate the committee in carrying out its duties, and the provision of section 30 (secrecy and confidentiality) shall apply to such individuals.
Disclosure.

7. A member of the Authority who is directly or indirectly interested in a contract made, or proposed to be made, or in any other matter being considered, by the Authority –

(a) shall as soon as possible after that fact comes to the attention of the member, disclose, either in person or by notice in writing, at a meeting of the Authority the nature of the interest; and

(b) shall not be present during the deliberations of the Authority, nor take part in any voting of the Authority concerning any decision, in respect of the matter.

(2) The disclosure of interest by a member pursuant to this paragraph shall be recorded in the minutes of the meeting at which the disclosure is made.

Protection from liability.

8. (1) A member of the Authority shall not be personally liable for any act or default of the Authority done, or omitted to be done, in good faith in the course of the functions of the Authority.

(2) Where a member of the Authority is exempt from liability by virtue of sub-paragraph (1), the Authority shall be liable to the extent that the Authority would be liable if the member were an employee of the Authority.
9. There shall be paid to the members of the Authority such remuneration (whether by way of salary, honorarium or fees) and allowances as the Minister with responsibility for the public service may determine.

10. (1) For the purposes of section 6, the Authority shall, after consultation with the Minister, appoint and employ an individual to be the Executive Director, at (subject to sub-paragraph (8)) such remuneration and on such terms and conditions as the Authority considers fit.

(2) An individual appointed as Executive Director shall hold office for a period not exceeding three years and may be re-appointed for a maximum period of three years.

(3) An individual shall not be appointed Executive Director unless—

(a) the individual is eligible as described in sub-paragraph (4);

(b) the individual’s employment record, and any other information, does not give rise to reasonable cause for the belief that the individual engaged in any conduct, involving dishonesty or impropriety, that would interfere with the individual’s ability to fulfil the functions of the Executive Director;
(c) the individual possesses the knowledge, skills and experience (including academic qualifications, technical, managerial and leadership competencies) necessary for the carrying out of the functions of the Executive Director; and

(d) the appointment of the individual will not raise any issue of conflict of interest or undue influence.

(4) An individual shall not be eligible to be the Executive Director unless the individual –

(a) is a citizen of, and is resident in, Jamaica;

(b) is not a bankrupt within the meaning of the Insolvency Act; and

(c) is fit and proper as described in sub-paragraph (5), and an individual shall not be appointed pursuant to this paragraph unless that individual submits to the Commissioner a voluntary declaration declaring that the individual is eligible as described in this sub-paragraph.

(5) For the purpose of sub-paragraph (4)(c), an individual is fit and proper if –

(a) the individual has not been convicted of an offence –

(i) involving fraud, dishonesty or moral turpitude;
(ii) listed in the Second Schedule of the Proceeds of Crime Act, or an offence in another jurisdiction that is similar to any such offence; or

(iii) punishable by death or imprisonment;

(b) the individual’s employment record, or any other information, does not give rise to reasonable cause for the belief that the individual engaged in any conduct, involving dishonesty or impropriety, that would interfere with the individual’s ability to fulfil the functions of the Executive Director;

(c) the individual possesses the knowledge, skills and experience necessary for the functions of the Executive Director; and

(d) the appointment of the individual will not raise any issue of conflict of interest or undue influence.

(6) Without prejudice to any terms or conditions of service applicable under sub-paragraph (1), the appointment of the Executive Director may be terminated by the Authority if the Authority is satisfied that the Executive Director –

(a) is suffering from a mental disorder as defined in the Mental Health Act or, by reason of ill health is
permanently unable to perform the functions of 
Executive Director;

(b) becomes ineligible under sub-paragraph (4);

(c) is convicted of an offence punishable by 
imprisonment or death;

(d) fails to carry out a function of the Executive Director 
under this Act;

(e) fails to carry out a reasonable directive of the 
Authority; or

(f) fails to fulfil performance targets agreed upon, 
between the Authority and the Director, as the 
performance targets to be fulfilled by the Executive 
Director,

or for any other sufficient cause.

(7) Before taking any action under sub-paragraph (6) 
 terminating the appointment of the Executive Director, the 
Authority shall give the Executive Director –

(a) notice in writing that the Executive Director is entitled 
to be heard, within such time as may be specified in 
the notice, on the matter of the proposed 
termination; and

(b) the opportunity to be heard accordingly.
(8) With the approval of the Authority, the Executive Director may in a written instrument of delegation, delegate to a member of the staff of the Authority such of the functions of the Executive Director that the Executive Director considers necessary for the proper administration of the Authority, and the instrument shall –

(a) specify the functions so delegated; and
(b) the individual to whom they are delegated.

(9) A delegation under sub-paragraph (8) –

(a) does not preclude the performance by the Executive Director of any function so delegated; and
(b) may, in writing, be revoked at any time by the Executive Director.

(10) No salary shall, without the approval of the Minister with responsibility for the public service be paid, to a person appointed as Executive Director, in excess of such rate as may be prescribed by that Minister.

**Employment of staff.**

11. (1) The Authority may employ to the Authority, at such remuneration and on such terms and conditions as it considers fit, such staff as may be required for the efficient operation of the Authority.
(2) An individual shall not be eligible to be employed under this paragraph if the individual –

(a) is not resident in Jamaica;

(b) is a bankrupt within the meaning of the Insolvency Act; or

(c) is not fit and proper as described in sub-paragraph (3)(b).

(3) For the purposes of sub-paragraph (2), an individual is fit and proper if –

(a) the individual has not been convicted of an offence –

(i) involving fraud, dishonesty or moral turpitude;

(ii) listed in the Second Schedule of the Proceeds of Crime Act, or an offence in another jurisdiction that is similar to any such offence; or

(iii) punishable by death or imprisonment;

(b) the individual’s employment record, or any other information, does not give rise to reasonable cause for the belief that the
individual engaged in any conduct, involving dishonesty or impropriety, that would interfere with the individual’s ability to fulfil the functions as an employee of the Authority; (c) the individual possesses the knowledge, skills and experience (including academic qualifications, technical, managerial and leadership competencies) necessary to the functions of the employment; and (d) the employment of the individual to the relevant post of the Authority will not raise any issue of conflict of interest or undue influence.

(4) Without prejudice to the terms and conditions of service applicable under sub-paragraph (1), the employment of an individual (the employee”) to the Authority under this paragraph may be terminated by the Authority if the Authority is satisfied that the employee –

(a) is suffering from a mental disorder as defined in the Mental Health Act, or by reason of ill-health is unable to perform the functions of that employee;

(b) becomes ineligible under sub-paragraph (2);
(c) is convicted of an offence involving fraud, dishonesty or moral turpitude;

(d) fails to carry out a function of that employee imposed under this Act or under the contract of employment; or

(e) fails to fulfil performance targets agreed, between the Executive Director and the employee, as the performance targets to be fulfilled by the employee, or for any other sufficient cause.

(5) Before taking any action under sub-paragraph (4) terminating the employment of an employee, the Authority shall give the employee –

(a) notice in writing that the employee is entitled to be heard, within such time as shall be specified in the notice, on the matter of the proposed termination; and

(b) the opportunity to be heard accordingly.

(6) No salary shall, without the prior approval of the Minister with responsibility for the public service, be paid in excess of such rate as may be prescribed by that Minister, to an individual employed under this paragraph.
(7) The Governor-General may, subject to such conditions as the Governor-General may impose, approve the employment of any officer in the service of the Government to any office of employment with the Authority and any officer so employed shall, while so employed, in relation to any pension, gratuity or other allowance, and in relation to other rights as a public officer, be treated as continuing in the service of the Government.

(8) The qualifications, terms and conditions of employment to the Authority under this paragraph shall be developed by the Executive Director and subject to the approval of the Authority.

(9) It shall be lawful for the Authority, with the approval of the Minister, to –

(a) enter into any arrangements respecting schemes, including health and pension schemes, whether by way of insurance policies or otherwise; or

(b) make regulations in respect of the schemes referred to in sub-paragraph (a), concerning pensions, gratuities and other retiring or disability or death benefits for the members or employees (including the Executive Director) of the Authority, and which may
include provisions for the grant of benefits to the dependants and legal personal representatives of those members or employees.

**Finances.**

12. - (1) The funds and resources of the Authority shall consist of –

(a) such fees or other charges as may be paid to it;

(b) such sums as may be provided annually by Parliament for the purposes of this Act;

(c) such sums as may be allocated from time to time to the Authority from loan funds;

(d) sums earned or arising from any property, investments, mortgages and debentures acquired by or vested in the Authority; and

(e) such other sums as may in any manner become payable to or vest in the Authority in respect of its functions.

(2) The expenses of the Authority, including the remuneration of its employees, shall be paid out of the funds of the Authority.

**Investments.**

13. The Authority may invest its funds as it considers fit.

**Exemptions.**

14. The Authority shall be exempt from liability for –

(a) income tax;
(b) stamp duty;
(c) transfer tax; and
(d) customs duties.

**Accounts and audit.** 15. - (1) The Authority shall keep accounts and other records in relation to its business, and shall prepare and submit its accounts in accordance with section 3 of the Public Bodies Management and Accountability Act.

(2) The accounts of the Authority shall be audited annually by auditors, being registered public accountants as defined in the Public Accountancy Act, appointed by the Authority and approved by the Minister.

(3) The Auditor-General shall be entitled at all times to examine the accounts of the Authority.

**Plans and estimates.** 16. By or before the 30th day of November in each year, the Authority shall submit to the Minister for approval a corporate plan, an operating plan and its estimates of revenue and expenditure for each financial year.

**Borrowing.** 17. - (1) Subject to the provisions of subsection (2), the Authority may borrow such sums as may be required by it for discharging any of its functions.

(2) The power of the Authority to borrow shall, as to amount, as to the source of borrowing, and as to the terms on which the borrowing may be effected, be exercisable only with the approval of the Minister with responsibility for finance,
and any such approval may be either general or limited to a particular borrowing or otherwise, and may be either unconditional or subject to conditions.

(3) In this paragraph, "borrow" includes obtaining advances.

Execution of documents and custody of seal.

18. - (1) All documents, other than those required by law to be under seal, made by, and all decisions of, the Authority may be signified under the hand of the Chairperson of the Authority, or any other member of the Authority authorised to act in that behalf.

(2) The seal of the Authority shall be kept in the custody of the Chairperson, or secretary, of the Authority, and shall be authenticated by the signatures of –

(a) the Chairperson, or any other member of the Authority authorised to act in that behalf by the Authority; and

(b) the secretary of the Authority.

SECOND SCHEDULE (Section 26(7))

Appeal Tribunal

Constitution of Appeal Tribunal.

1. - (1) The Appeal Tribunal may consist of one or two panels, as the need arises, constituted as described in this paragraph.

(2) Each panel of the Appeal Tribunal shall consist of three individuals, one of whom shall be a retired Judge of the
Supreme Court or Court of Appeal and who shall be the chairperson of the panel.

(3) The members of each panel shall be appointed by the Governor-General by instrument in writing, after consultation with the Prime Minister and the Leader of the Opposition.

(4) An individual shall not be eligible for appointment under sub-paragraph (3) if the individual –

(a) is a member of either of the Houses of Parliament;

(b) is a member of the Council of a Municipal Corporation, City Municipality or Town Municipality (as those terms are defined by section 2(1) of the Local Governance Act); or

(c) is not a fit and proper person as described in sub-paragraph (5).

(5) An individual is a fit and proper person for the purposes of sub-paragraph (4) if –

(a) the individual has not been convicted of an offence –

(i) involving fraud, dishonesty or moral turpitude; or

(ii) listed in the Second Schedule of the Proceeds of Crime Act or an offence, in another jurisdiction, that is similar to any such offence;
(b) the individual is not a bankrupt within the meaning of the Insolvency Act;

(c) there is nothing in the individual’s record of employment, or any other information, that gives the Governor-General reasonable cause to believe that the individual carried out any act involving dishonesty, or impropriety, that will interfere with the individual’s ability to fulfil the functions of a panel member; and

(d) in the opinion of the Governor-General –

   (i) the individual is of sound probity and is able to exercise competence, diligence and sound judgement in fulfilling the functions of a panel member;

   (ii) the individual possesses the knowledge, skills and experience which are necessary for the intended functions to be carried out by that individual; and

   (iii) the appointment of the individual will not raise any issue of conflict of interest or undue influence.

(6) An individual shall not be appointed to act as a member of the panel of an Appeal Tribunal unless the individual submits to the Governor-General a voluntary
declaration declaring that the individual is eligible, as described in this paragraph, for the appointment.

(7) The Governor-General may appoint an individual, who meets the requirements of this paragraph, to act temporarily in the place of a member of a panel of the Appeal Tribunal in the case of the absence or inability to act of such member.

(8) Notwithstanding sub-paragraphs (3) to (6), the Governor-General may designate an appeal tribunal, subsisting under any law, to carry out the functions of the Appeal Tribunal under this Act, provided that such tribunal is constituted as specified in sub-paragraph (2) and the members thereof meet the criteria specified in sub-paragraph (5)(d).

**Leave of absence.**

2. - (1) The chairperson of a panel of the Appeal Tribunal may grant to a member of the panel leave of absence from duties as panel member, on the application of that member.

(2) The chairperson of a panel of the Appeal Tribunal may direct a member of the panel to proceed on leave of absence from duties as a panel member, if the member has been charged with an offence mentioned in paragraph 1(5)(a).

(3) The Governor-General may, on the application of the chairperson of a panel of the Appeal Tribunal, grant to the chairperson leave of absence for a period not exceeding six
months, and may appoint another member to act as
chairperson during the period of that leave of absence.

(4) The Governor-General may direct the chairperson of
a panel of the Appeal Tribunal to proceed on leave of absence
from duties as chairperson and panel member, if that
chairperson has been charged with an offence mentioned in
paragraph 1(5)(a).

Tenure of office.

3. Subject to paragraphs 4 and 5, the members of each panel
of the Appeal Tribunal shall hold office for a period of three
years, and shall be eligible for re-appointment.

Resignation.

4. (1) A member of a panel of the Appeal Tribunal, other
than the chairperson, may at any time resign membership by
notice in writing thereof addressed to the Governor-General
and submitted to the chairperson, who shall transmit the notice
to the Governor-General.

(2) The chairperson of a panel of the Appeal Tribunal
may resign membership of the panel by notice in writing
thereof transmitted to the Governor-General.

(3) A resignation under this paragraph shall take effect
as from the date of receipt, by the Governor-General, of the
notice thereof.

Revocation of appointment.

5. The Governor-General may revoke the appoint-ment of a
member of a panel of the Appeal Tribunal if the member –
(a) is suffering from a mental disorder as defined in the Mental Health Act, or is permanently unable by reason of ill-health to discharge functions as a panel member;

(b) is convicted and sentenced to a term of imprisonment or to death;

(c) compounds with or suspends payment to that member’s creditors;

(d) becomes ineligible to be appointed to be a panel member;

(e) fails to discharge the functions of that panel member; or

(f) engages in any activity that may reasonably be considered prejudicial to the interests of the Appeal Tribunal.

6. The Governor-General shall cause the names of the members of the Appeal Tribunal as first constituted, and every change in the members thereof, to be published in the *Gazette*.

7. There shall be paid to each member of a panel of the Appeal Tribunal such remuneration (whether by way of salaries, honorarium or fees) and such allowances as the Minister with responsibility for finance shall determine.
8. A vacancy in the membership of a panel of the Appeal Tribunal shall be filled in the same manner, and subject to the same requirements, as applies to an original appointment.

9. Each panel of the Appeal Tribunal may regulate its own proceedings.

10. - (1) A member of the Appeal Tribunal who has an interest, whether directly or indirectly, in any matter brought before the Appeal Tribunal –

(a) shall, by notice, disclose the nature of the interest at a sitting of the Appeal Tribunal; and

(b) shall not take part in any deliberation or decision of the Appeal Tribunal with respect to that matter.

(2) A notice given by a member at a sitting of the Appeal Tribunal to the effect that the member is interested in any appeal before the Appeal Tribunal shall, for the purposes of sub-paragraph (1), be a sufficient disclosure of that member’s interest in relation to an appeal.

(3) A member need not attend in person at a sitting of the Appeal Tribunal in order to make a disclosure which that member is required to make under this paragraph if the member takes reason-able steps to ensure that the disclosure is made by notice which is taken into consideration and read at such sitting.
(4) Where the Governor-General is satisfied that a member of the Appeal Tribunal is unable to carry out that member’s duties properly and effectively because of any conflict of interest or potential conflict of interest in a matter before the Appeal Tribunal, the Governor-General may replace that member or direct that member to abstain from taking part in any proceedings relating to any matter affected by the conflict of interest or potential conflict of interest.

Membership not a public office.

11. Membership on a panel of the Appeal Tribunal shall not be a public office for the purposes of Chapter V of the Constitution of Jamaica.

THIRD SCHEDULE (Section 27)

The National Identification and Registration Inspectorate

1. (1) The Electoral Commission of Jamaica established under the Electoral Commission (Interim) Act shall constitute, and carry out the functions of, the Inspectorate, for the purposes of this Act.

(2) For the avoidance of doubt, the responsibilities and activities of the Inspectorate carried out by the Electoral Commission of Jamaica, pursuant to sub-paragraph (1) shall be construed as responsibilities and activities of the
Memoranda of understanding.

2. The Inspectorate may enter into any memorandum of understanding that the Inspectorate considers appropriate to enable it to retain such services as it considers necessary to retain for the proper discharge of its functions.

Regulations.

3. The Inspectorate may make regulations to provide for any matter relating to its functions under this Act.

Seal.

4. (1) The seal of the Inspectorate shall take such form as the Inspectorate shall determine and shall be kept in the custody of the Chairman of the Electoral Commission of Jamaica.

   (2) The seal of the Inspectorate shall be affixed to the instruments of the Inspectorate, pursuant to a resolution of the Inspectorate, and shall be authenticated by the signature of the Chairman of the Electoral Commission of Jamaica and one other member of the Commission.

Establishment of committees.

5. (1) The Inspectorate may establish committees of the Inspectorate, for the purpose of facilitating the Inspectorate in effectively and efficiently performing its functions.

   (2) The Inspectorate shall decide the terms of reference of each committee established under sub-paragraph (1).

Delegation.

6. (1) The Inspectorate may delegate to any of its committees, or to the Electoral Commission of Jamaica or any employee of Commission for the purposes of section 19 of the Electoral Commission (Interim) Act.
the Electoral Commission of Jamaica, any of its functions under this Act, other than the power to delegate.

(2) Every delegation made under sub-paragraph (1) is revocable by the Inspectorate, and shall not preclude the performance by the Inspectorate of any function it has delegated.

Proceedings.

7. (1) Subject to the provisions of this paragraph, the Inspectorate shall regulate its own proceedings.

(2) The Inspectorate shall determine the frequency, time and place of its meetings, but shall meet as often as necessary to carry out its functions.

(3) The Chairman of the Electoral Commission of Jamaica may call a special meeting of the Inspectorate at any time, and shall call such a meeting within seven days after receiving a request for that purpose made by any two or more members of the Inspectorate.

(4) The quorum for meetings of the authority shall be two members.

(5) The decisions of the Inspectorate shall be by a majority of its members present and voting, and in any case where the
voting is equal the person presiding as chairperson shall have the casting vote.

(6) Minutes of each meeting of the Inspectorate shall be kept in proper form and shall be confirmed by the inspectorate as soon as is practicable at a subsequent meeting of the Inspectorate.

(7) The validity of a decision or proceeding of the inspectorate is not invalidated by any vacancy in the membership of the Inspectorate or any defect in the appointment of any member of the Inspectorate.

(8) For the purpose of obtaining assistance in its deliberations on any matter before it, the Inspectorate may invite the attendance of any individual at any meeting of the Inspectorate.

(9) An individual who attends a meeting of the Inspectorate pursuant to sub-paragraph (8) –

(a) may take part in the discussions of the Inspectorate but shall not vote in any decision of the Inspectorate; and
(b) shall be advised by the presiding chairperson of the individual’s duty of secrecy and confidentiality under section 30.

(10) Nothing in this paragraph precludes the Inspectorate from conducting any of its meetings solely or partially by electronic means, and “presence” in relation to the participation of a member includes participation by electronic means in accordance with arrangements made by the inspectorate for the regulation of its own proceedings, pursuant to sub-paragraph (1).

FOURTH SCHEDULE (Section 37)

Amendments to Other Enactments

<table>
<thead>
<tr>
<th>Provision</th>
<th>Amendment</th>
</tr>
</thead>
<tbody>
<tr>
<td>1. Access to Information Act.</td>
<td>In section 5(6), delete the full stop at the end of paragraph (d), substitute therefor a semi-colon, and insert the following as paragraph (e) – “(e) any identity information in the custody or control of the National Identification and Registration Authority pursuant to the National Identification and Registration Act.”.</td>
</tr>
<tr>
<td>2. The Aliens Act.</td>
<td>In section 13, insert next after subsection (2) the following subsection –</td>
</tr>
</tbody>
</table>
“(3) The Chief Immigration Officer shall furnish to the National Identification and Registration Authority such information about the immigration status of any alien resident in Jamaica as the National Identification and Registration Authority may require for the purpose of the National Databases kept under the National Identification and Registration Act.”.


1. In Form A of the Appendix to the Second Schedule –

(a) insert immediately below the line in which the words “resident at” appear, and immediately above the words “hereby state:”; the words “and having the National Identification Number(s):………………………;
     (state, if available)”

(b) in item 4, insert immediately below the line in which the words “consent to the making of the order is appended hereto).” appear, the words “(In the case of a female spouse) My maiden name is:
     ”.

2. In Form B of the Appendix to the Second Schedule, insert immediately below the line in which the word “Occupation” appears and immediately above the line in which the words “Date of Birth” appear, the words “National Identification Number (if any)”. 

In section 11(2) –

(a) delete the word “or” at the end of paragraph (d);

(b) delete the full stop at the end of paragraph (e) and substitute therefor the word “; or”; and

(c) insert the following as paragraph (f) –

“(f) the National Civil and Identification Databases kept under the National Identification and Registration Act.”.

5. The Data Protection Act.

In section 76, insert the following as subsection (4) –

“(4) Subsection (2) shall not apply to the National Identification and Registration Authority established under the National Identification and Registration Act.”.


In regulation 26 –

(a) in paragraph (1), delete the full stop at the end of sub-paragraph (f), substitute therefor the word “; and”, and insert the following as sub-paragraph (g) –

“(g) the National Identification Number of the student (if any).”;

(b) insert next after paragraph (3) the following paragraph –

“(4) The National Identification Card may be presented to verify the date of birth of a student.”.
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1. In section 5, insert next after the words “govern Jamaica” the words “and to give oversight to the entity responsible for national identification”.

2. In section 6, insert next after subsection (1) the following subsection –

“(1A) The members of the Commission shall carry out such other functions as may be assigned to them under the National Identification and Registration Act.”.

8. The Executive Agencies Act.

In section 19(1), delete paragraph (g).


In section 5(2), delete the full stop at the end of paragraph (c) and substitute therefor a semi-colon, and insert the following as paragraphs (d) and (e) –

“(d) any document contained in the National Databases established under the National Registration and Identification Act;

(e) any National Identification Card issued under the National Identification and Registration Act.”.


1. In section 15, insert next after subsection (2) the following subsection –

“(3) The Chief Immigration Officer shall furnish to the National Identification and Registration Authority such information about the immigration status of any
Commonwealth citizen resident in Jamaica as the National Identification and Registration Authority may require for the purpose of the National Databases kept under the National Identification and Registration Act.”.

2. In Form “E” of the Schedule, insert immediately before the words “having appeared before” the words “and the National Identification Number issued by the National Identification and Registration Authority under the National Identification and Registration Act,”.


Insert next after section 12 the following section -

“Information to be furnished to the National Identification and Registration Authority.

12A. – (1) The Minister shall cause to be furnished to the National Identification and Registration Authority, in accordance with such form and procedures as shall be prescribed under the National Identification and Registration Act, a notice –

(a) of all enrolled individuals who are registered under this Act;
(b) in each case where an enrolled individual is deprived of citizenship under this Act; and

(c) in each case where the citizenship of an enrolled individual is restored under this Act.

(2) In this section “enrolled individual” has the meaning assigned to it by the National Identification and Registration Act.”.


1. In regulation 12, insert next after the words “it is entered” the words “, and the Chief Immigration Officer shall send to the National Identification and Registration Authority a notice of the removal”.

2. Renumber regulation 13 as regulation 13(1) and insert the following as paragraph (2) of the regulation –

“(2) Where a certificate is cancelled or amended under paragraph (1), the Chief Immigration Officer shall send to the National Identification and Registration Authority a notice of the cancellation or amendment (as the case may be).”.
3. In the Third Schedule, insert next after item 4 the following item –

“5. ☐ My National Identification Number is___________
☐ I do not have a National Identification Number.”.


1. In section 13(b), insert immediately before the words “permitting a participant” the words “subject to subsection (2),”.

2. Re-number section 13 as section 13(1) and insert the following as section 13(2) and (3) –

“(2) Where permission is given under section 13(1)(b) in respect of a participant who is an enrolled individual, the Centre shall give notice thereof to the National Identification and Registration Authority.

(3) In this section and section 17, “enrolled individual” has the meaning assigned to it by the National Identification and Registration Act.”.

3. In section 17(1), insert next after the words “former identity” the words “, and where the participant is an enrolled individual shall notify the National Identification and Registration Authority of the restoration of the participant’s former identity”.


1. In section 2, in the definition of “access device”, insert next after the words “personal identification number” the words “,
National Identification Number assigned under the National Identification and Registration Act”.

2. In section 10(3)(b), insert next after the words “social security number,” the words “National Identification Number assigned under the National Identification and Registration Act,”.

15. The Marriage Act. 1. Insert next after section 35 the following section

“Register of Decrees Absolute. 35A. Immediately upon the receipt of a copy of a decree absolute of dissolution or nullity of a marriage, transmitted by the Registrar of the Supreme Court pursuant to section 17 of the Matrimonial Causes Act, the Registrar-General shall register it in a Register of Decrees Absolute kept by the Registrar-General for the purpose, in such form as may be prescribed.”.

2. In section 45, insert next after the words “filed in the office” the words “and an Index of the Decrees Absolute registered in the office”.

3. In section 46, insert next after the words “Index of Marriage Registers” the words “and the Index of Decrees Absolute”.

4. Insert next after section 71 the following section -

“Regulations. 71A. The Minister may make regulations prescribing any matter
required to be prescribed under this Act.”.

5. In Schedules L and M, in each case insert, to the right of the column headed “Father’s Name and Surname”, a new column headed “National Identification Number (if any)”.


In section 17, insert next after subsection (2) the following subsection –

“(3) Where the Court makes absolute a decree of dissolution or nullity of marriage, the Registrar of the Court shall transmit to the Registrar-General of Marriages under the Marriage Act a copy of the decree.”.


1. In paragraph 14(2), insert next after the word “nationality,” the words “National Identification Number assigned under the National Identification and Registration Act (if any),”.

2. In paragraph 14(6)(b), insert next after the words “date of birth,” the words “National Identification Number assigned under the National Identification and Registration Act (if any),”.


1. In section 120(2)(c), insert next after the word “number” the words “, or the individual’s National Identification Number assigned under the National Identification and Registration Act”.

2. In the Second Schedule, renumber paragraph 18 as paragraph 19, and insert the following as para-graph 18 –
“18. An offence under any of the following provisions of the National Identification and Registration Act –

(a) section 10(7) (providing false information, fraudulently obtaining National Identification Card, etc.);

(b) section 11(3) (collecting identity information without lawful authorisa-tion);

(c) section 17(2) (using, or permitting or inducing the use, of a National Identification Card to impersonate an enrolled individual);

(d) section 19(3) (without lawful authority, making, producing, manufacturing, printing, binding, designing or distributing, any document purporting to be a National Identification Card).”.

19. The Registration (Births and Deaths) Act.

1. Insert the following definitions in the appropriate alphabetical sequence –

“Civil Registration Databases” means the Civil Registration Databases established under the National Identification and Registration Act;

“National Identification Number” means a National Identification Number assigned under the National Identification and Registration Act,”.

2. Delete sections 4, 5, 6, 7, 8 and 9.
3. In section 11, insert next after subsection (2) the following subsections –

“ (3) Where information given to the Registrar pursuant to subsection (1), of the particulars in relation to a child, includes a prohibited name, the Registrar may, by notice in writing to the person who gave the information, reject the registration of the name and require the person to give to the Registrar within a time specified in the notice (which time shall not fall earlier than the expiration of the period of forty-two days specified in subsection (1)) a different name for registration in respect of the child.

(4) In subsection (3), “prohibited name” means a name that, in the opinion of the Registrar –

(a) is obscene or offensive;

(b) could not practicably be established by repute or usage, because –

(i) it is too long; or

(ii) it consists of, or includes, symbols without phonetic significance; or

(c) is contrary to public interest.”.

4. Re-number section 23 as section 23(1) and insert the following as section 23(2) –

“ (2) A person who, without reasonable excuse, contravenes subsection (1) commits an offence and is liable
on summary conviction therefor before a Parish Court to a fine not exceeding one hundred thousand dollars.”.

5. In section 54, delete the words “between the hours of half past nine in the morning and half past three in the afternoon of every day, except Sundays, Christmas Day and Good Friday, and such other days as the Registrar-General subject to the approval of the Minister may appoint” and substitute therefor the words “in such manner and at such time as the Registrar-General considers appropriate”.

6. In section 55(1), delete the words “all particulars which appear on the original entry and all corrections or additions thereto made under the provisions of this Act” and substitute therefor the words “such particulars of the entry as may be determined by the Registrar-General”.

7. In section 55(2), delete the words “any particulars except the name, surname, sex and date and place of birth and such other particulars, if any” and substitute therefor the words “such particulars”.

8. Insert the following as section 55(3) –

“ (3) The Registrar may issue certified copies of –

(a) any entry in the register, and all civil status registers kept by the Registrar; or

(b) any certificates issued by the Registrar,
in any format that the Registrar-General considers appropriate.”.

9. Re-number section 61 as section 61(1) and insert the following as section 61(2) and (3) –

“(2) Any register kept pursuant to subsection (1) may be kept in electronic form and that form may include the encryption of the information in the register such that the information can be converted into legible form for the purpose of producing a legible copy of any entry therein.

(3) The Registrar-General may permit information stored in the civil status registers to be entered into the Civil Registration Databases.”.

20. The Record Office Act. Renumbe the 27 as 27(1) and insert the following as section 27(2) –

“(2) Upon registering a deed poll effecting a change of name of an individual, the Deputy Keeper of the Records shall transmit a copy of the deed poll to the Registrar-General of Births and Deaths.”.


1. In section 17D, insert the following as subsection (9) -

“(9) The Registration Authority may designate the taxpayer’s National Identification Number assigned under the National Identification and Registration Act as the
registration number assigned to the taxpayer for the purposes of this section.”.

2. Insert next after section 17FA the following section -

“Disclosure of information to National Identification and Registration Authority.

17FB. No obligation as to secrecy or other restriction upon the disclosure of information, imposed by any law or otherwise, shall prevent –

(a) the Commissioner; or

(b) an officer of a revenue department who has, in any particular case, been authorised by the Commissioner of that department, from disclosing information or producing documents to the National Identification and Registration Authority upon request by the Authority for the purpose of determining, or verifying, the identity of a taxpayer, if the Commissioner considers the disclosure to be appropriate.”.
MEMORANDUM OF OBJECTS AND REASONS

A decision has been taken to provide a legal framework for a National Identification System that provides safe, reliable and robust verification and authentication of identity information for citizens of Jamaica and persons ordinarily resident in Jamaica, thereby allowing for the strengthening of identity security, cyber security, and the simplification of bureaucracy. This legislative framework will -

(a) establish a National Identification and Registration Authority having responsibility for civil registration and national identification;

(b) provide for the enrolment of citizens, and individuals who are ordinarily resident in Jamaica, in the National Databases comprised in the National Identification System;

(c) establish databases to be known as the National Databases, consisting of –

   (i) Civil Registration Databases comprising all information collected for civil registration by the Registrar-General; and

   (ii) National Identification Databases comprising all identity information collected by the National Identification and Registration Authority;
(d) provide for the characteristics, assignment and use of a unique National Identification Number to be assigned to each enrolled individual;

(e) provide for the issue of a National Identification Card to each enrolled individual; and

(f) provide for the discharge of the statutory functions of the Registrar-General by an office established within the Authority, under the oversight of the Authority and to make consequential amendments to the Registration (Births and Deaths) Act accordingly.

This Bill seeks to give effect to that decision.

Andrew Holness
Prime Minister
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